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Abstract

As part of the president’s management agenda and executive order 11338 the OMB has initiated a strategic initiative to coordinate the architectures of state and federal agencies in support of capital planning, interoperability and shared resources.  The groundwork for this initiative has been laid in terms of the FEA and Federal Transition Framework, performance requirements and defined lines of business.  Netcentricity has been identified as the enabler of our integrated national defense.  These visions share requirements for the integration and interoperability of our organizations, systems, processes and information on a global scale.
This white paper discusses requirements to achieve the vision of the federal enterprise and a netcentric defense.

Problem Statement
Information about government processes, information and I.T. systems currently exists in a diverse set of forms, formats, repositories and documents with little to no management or coordination.  The result is that there is rampant redundancy in developing and re-developing the same information using different tools and methodologies.  This redundantly collected information and these redundantly defined architectures are not only costly to create, they are an essential cause of non-sharable and non-interoperable stovepipe solutions.  Incompatible architectures cause incompatible systems and siloed information.
The FEA provides a mechanism to categorize information in these architectures at a high level, but it is not intended to and does not provide the architectural depth required to specify interoperability, shared services and common data resources.  Achieving the next level of benefit from architecture requires a move from thin paper architectures to managed architectural assets that define and evolve with our organizations.  In an era of collaboration, integration and shared assets, architectures can no longer be looked at as private plans, but must be viewed as part of our shared strategy for stewarding the public trust.
The typical architecture is a paper document produced as part of a project by a contractor.  These architectures tend to be re-invented in each project with little concern for evolution or an enterprise view.  There is no mechanism for evolving the architectures over the life-cycle of the business processes, data stores and systems they are supposed to specify.  Where processes and systems live for decades, it is intolerable for their architectures to be transient.
As agencies and industry become more integrated and interdependent there is no such thing as a closed architecture.  The capabilities and requirements of one agency or department are frequently dependent on another, architecture is the method of aligning diverse systems yet we do not have the mechanism for government wide architectural concerns to be met.

To excel in the integrated, collaborative world, information in government architectures must become secure, reusable, maintainable and sharable intellectual assets.  Such assets can then become the backbone for interoperability and commonality of government assets, systems, data and processes.  This interoperability is the basis for information and service sharing environments.
DoD has adopted the “Netcentic” philosophy of organizing and reorganizing DoD components and its approach to warfare.  To fully achieve the netcentric vision will require wide-scale architected solutions as well as the ability to integrate diverse architectures as is proposed in this approach.  Netcenticity requires the ability for diverse assets to come together and work as a system.  This kind of composability and integration is simply not possible without a wide-scale architecture integration strategy.

Once wide-scale architectural assets can be shared and evolved we need to provide the mechanisms to realize these architectures quickly and inexpensively.  Once solutions are developed they should be made a part of openly available components that realize and complement our architected solutions.  For reuse, components and shared services to become a reality we require deep architectures that describe their capabilities and context.
While there is a need for commonality and sharing there is also the requirement for diversity and privacy.  Architected solutions must allow for diversity where required and commonality where possible.  It is not conceivable that every process will be the same or every architecture will be done the same way, instead we should seek to integrate and federate our processes and information assets.  While some architectures should be open and shared, others may be private and specialized – but must still fit in to the tapestry of the whole.
The problems and costs of non-interoperable, redundant stovepipe solutions is clear, it is our responsibility to address these systemic problems with a strategic and practical solution.
Nature of Solution

While the problems are clear there are many approaches to solving these systemic problems.  Based on lessons learned there are some clear guidelines for an approach;

Wide-scale systems

Each government is, it’s self a system and a system of systems.  The people, organizations and information systems within the government collaborate to carry out the needs of the people.  It is our ability to create and realize effective systems that will define our value.
Not technology specific – embrace multiple technologies

There have been hundreds of technologies that have come and gone as the “one-true way” for the future.  In every case these technologies have not become pervasive or stood the test of time.  We must recognize that technology solutions will come and go, each providing value along the way.  Our architectures must be able to rise above the technology of the day and focus on the problems to be solved.
Not vendor specific – embrace multiple vendors

Government wide solutions will involve products and services from multiple vendors, no one can “own” the integrating framework.  The integrating framework must be able to provide value in concert with commercial products and services.
Must work with existing systems and infrastructures

The investment in existing systems and infrastructures has an inherent value and momentum that will not be replaced, but must be able to evolve over time.  Our architectures must embrace new and legacy systems, processes and information working together.  It must provide a transition strategy to a netcentric world wile utilizing and integrating existing capabilities.
Must work with existing tools and methodologies

There are a variety of tools, standards and methods for architecting solutions and no “one true way” will succeed.  We must find a way to integrate the tools and intellectual capital that exists while providing for the evolution of such tools and methods.
Must embrace industry standards

A proprietary or government-only solution will fail; there is an investment and resource in existing and evolving industry standards that can provide for much of what we need.  Our goal is to use and integrate these standards to produce our solution framework.
Must be agile over time

We are addressing long-term systemic problems and our solution must also be long term.  Any solution must, it’s self, be agile and able to adapt over time as the state of the art and supporting technologies evolve.

Must be time & cost effective

The cost for creating, integrating and realizing architectures must dramatically reduce the overall time and cost to realize solutions, consolidate systems and reduce total life-cycle costs.
Leadership & supporting process

Any set of tools, infrastructure or technology can not solve these problems alone.  Engrained practices and policies must change to support an agile, netcentric government.  The methods we utilize for acquisition can actually discourage sharing, reuse and strategic architectures.  Our policies often do not require assets to be delivered in the standards-based machine readable forms that would support these goals.  Strong leadership is essential to establish the direction and provide the supporting processes and governance.
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