Semantic Interoperability Architecture (SIA) Pilot 

as a Practical, Working Service-Oriented Architecture (SOA) Proposal:

Constructing Contractual Frameworks Through the Design of 

Semantic Web Services Registries for

Emergency Management and Health Informatics

What Does Semantic Interoperability Really Mean in Rapid First Response? Our SICoP Pilot has demonstrated that on numerous occasions. However, because the design of this collaborative structure is, in fact, a practical, working example of a Service-Oriented Architecture (SOA), and the lead of the Pilot is an active participant in the OASIS SOA Reference Model Technical Committee, it is being augmented as a more deliberately designed SOA through the use of Semantic Web Services Registries.

We will review how, in practical terms, successful SOA means teamwork such as we have shown in previous  demonstrations.

Those demonstrations have been based on a real Train Derailment Incident that occurred January 6, 2005 in Graniteville, South Carolina. It occurred at 2:00 a.m. and was first reported at 3:50 a.m.. It involved a Chlorine Tank Car Rupture with a fatal Toxic Release. 

Our demonstration starts with automated remote sensors in train cars carrying such toxic materials, with corresponding signal receivers and repeaters along tracks where toxic materials are transported. Our team for this demonstration is composed of the following, among others providing various follow-on products and services

· MyStateUSA Network  Simulating National Incident Management System (NIMS); 

· Alerting Framework with Sandia Labs Simulating Evaluation of Remote Sensor Data and Release of Verified CAP message; 

· Broadstrokes Inc. showing Automated Reverse 911 VoiceXML Alerting Application using 

· TARGUSinfo Geocoded On Demand Telephone Data; 

· Warning Systems, Inc. Radio and Siren Activation; 

· Humanmarkup.org, Inc. Public Service Preparedness Portal (by Remote Desktop) showing follow-on services

Semantic Interoperability in a Service-Oriented Architecture means teamwork across a domain such as Emergency Management or Health Informatics, and across both domains or many domains. Semantic Interoperability on the web is specifically what this pilot project focuses on and this is facilitated by the Web Ontology Language (OWL) of the World Wide Web Consortium (W3C). However, by virtue of the web services framework in which this pilot has developed and the registries which are being developed to extend this functionality, we will show how this pilot exemplfies the abstract principles in the OASIS Service-Oriented Architecture Reference Model currently in its public review period.

We are actively encouraging adoption of open public standards, standards developed in an open process that the public, including companies that may not be involved in developing a particular standard, can influence. We believe such a broad, interactive process is most likely to succeed in providing the widespread adoption that truly makes domain-wide, and cross-domain as well enterprise-wide service interoperability in shared SOAs practical.

In addition, we can show how by using two particular standards to improve rapid first response in emergencies from the Organization for the Advancement of Structured Information Standards (OASIS) Emergency Management Technical Committee (EM TC), principles of a Service-Oriented Reference Architecture that are actively being implemented in practice can help develop the models of Reference Architectures being worked on in the Reference Architecture Subcommittee of the OASIS SOA-RM TC 

These two standards are the Common Alerting Protocol (CAP) 1.0, an all-hazard warning message format independent of transport medium, be it the web or broadcast, radio, wireless, etc., and the the Emergency Data Exchange Language (EDXL) Distribution Element (EDXL_DE) 1.0, an electronic message identification component used to facilitate the routing of emergency messages. This is significant because, in our pilot we use these specifications to implement the Federal Enterprise Architecture (FEA) Data Reference Model (DRM) as well as a more generic species of SOA.

EDXL is developing into the overarching basis for Emergency Management Information Processing, and will have many components developed within it over time. The next component that the EM TC is working on is the EDXL Resource Messaging (EDXL_RM) Specification. This kind of organization of the information standards fits well into the principles of Enterprise Architecture and Service-Oriented Architecture which are likewise developing into a similar role for Digital Electronic Information Technology. This is to say that a Semantic Interoperability Architecture is part and parcel of a SOA and an Enterprise Architecture, especially as embodied in the Federal Enterprise Architecture Ontology Reference Model (FEARMO) and the specific Reference Models that have been developed. We consider this entire process an example of extended teamwork.

Specifically, CAP alert messages are one kind of payload of an EDXL_DE-routed message. Many services using these standards can interoperate together in critical circumstances.

This illustrates many key principles inherent in SOA, though not spelled out in the abstract Reference Model, nor in a Reference Architecture, showing how the principles are expressed in specific processes such as contractual agreements and policy determinations, mutual trusted network security, etc., and provides a concrete example of how it can work in practice.

