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Introduction

As public and private sector organizations address 21st century challenges and opportunities, one thing is clear: information sharing is critical to mission success. Executive mandates such as E.O. 13356 and HSPD-11 have brought to the forefront the urgency of information sharing. Despite a host of information sharing mission, operational, and compliance-related challenges, improved access to, and use of, information is the cornerstone of our nation’s ability to protect and defend itself.
Some of the core aspects of information sharing are:

· Enabling people and systems needing information to access and reuse it from wherever it exists, across organizational boundaries and – as applicable within access needs and rights – security domains; 
· Synthesizing information in order to recognize trends and triggering events by dynamically combining information from across multiple sources and systems;
· Responding flexibly, and rapidly – often instantly – adapting as information needs and stakeholders change;
All of this to support critical missions where there is no tolerance for failure.
The Information Sharing Challenge

Information sharing is a vast challenge spanning multiple dimensions: 
· Governance: Implementing oversight and leadership that governs information sharing policies, processes, and technologies within organizations and across communities of interest (COIs);  
· Policy: Adapting the rules for sharing outlined in statutes, regulations, policies, and other authorities delegated to a specific agency, which define its mission and functions and guide, direct, or regulate the sharing of classes of information by that agency;
· Technology: Developing capabilities to better enable sharing, such as the systems, protocols, and standards that provide the actual mechanisms for enabling the sharing of information, as well as ensuring that security and privacy issues are addressed;
· Culture: Fostering the propensity to share information among agencies, while ensuring that the organizational approach and philosophy regarding sharing it and the ability to “realign” and adapt sharing capabilities as circumstances change are aligned with the information sharing goal;
· Economics: Assessing the value of sharing, stressing the importance of obtaining and providing resources for information sharing initiatives; understanding the external pressures (e.g., budget) that influence how resources are allocated and managed;
SOA and the DRM: A Powerful Combination for Service-Oriented Information Sharing

Over the past several years, we have seen the advent of a new approach to the distributed computing/capabilities of Service-Oriented Architectures (SOA) that leverages the capabilities of the World Wide Web, thereby enabling unprecedented agility and interoperability. The ability to encapsulate information sharing capabilities into platform-agnostic, agile data services, and to provision those services to consumers as needed, is a highly effective way to meet the technical challenges of information sharing. It is also an enabler of the core aspects of information sharing discussed earlier.

The FEA Data Reference Model (DRM) 2.0 is the other half of the Service-Oriented Information Sharing equation. Its primary purpose is “to enable information sharing and reuse across the federal government via the standard description and discovery of common data and the promotion of uniform data management practices”. This is accomplished through the DRM’s three standardization areas: Data Description (how data is described), Data Context (how data is categorized for improved discovery), and Data Sharing (how data is accessed and exchanged). The DRM’s Data Sharing standardization area describes the implementation of various types of “data exchange and access” services that are provisioned within a COI to support its information sharing requirements, both internally and with other COIs. This is greatly facilitated by the DRM’s standard representation of concepts such as Exchange Packages, Query Points, and Data Assets, as well as their relationships to concepts in the other DRM standardization areas. Further, the relationships between the DRM and the other FEA reference models strengthen the basis to implement SOA. Offering information sharing capabilities that are (a) service-oriented, (b) conform to the DRM, and (c) can be aligned with the other FEA reference models provides capabilities that are agile and very powerful – while serving to also enhance interoperability.
The Presentation

In this presentation, we will focus on the technological dimensions of the information sharing challenge, and present an approach to information sharing that leverages both SOA and the DRM 2.0 to enable “Service-Oriented Information Sharing”. We will begin with a brief overview of SOA in the context of information sharing, and then segue to a brief overview of DRM 2.0 – emphasizing how the DRM provides a “line of sight” through the other FEA reference models and the distinct advantages that this brings for information sharing. We will conclude with a discussion of how SOA and the DRM can be synergistically combined for “Service-Oriented Information Sharing”.
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