Proposal for Service-Oriented Architectures for E-Government Conference at MITRE McLean
Dates

· Proposal submission deadline: March 31, 2006

· Conference: May 23-24, 2006

Organization Name:  

· Defense Modeling and Simulation Office to be presented by MITRE Corporation

Key technical points of contact:  

· Doug Clark, Doug.Clark.CTR@dmso.mil, 703-998-0660
· Larry Pizette, lpizette@mitre.org, 781-271-4977

· John  James, jhj@mitre.org, 781-271-2708
Key Users/Audience

· Modeling and Simulation

To be presented

· Approximately 15 slide presentation in Microsoft PowerPoint
Abstract

The objective of this project for our sponsor, the Defense Modeling and Simulation Office (DMSO) is to identify improved methods for reuse in the Modeling and Simulation (M&S) community ranging from IEEE 1517 reuse policy to implementation of Service Oriented Architectures.  Service Oriented Architecture is a part of our proposed solution, as it provides a large, diverse community with a standard for interoperating not only between themselves, but between M&S federates and live test systems.

Our vision is to move towards a future of Service Oriented Architecture (where SOA is applicable to the domain) through a combination of IEEE 1517 reuse policy and Government programs independently delivering SOA reuse services that will provide “value added” solutions to the community.  Specific ideas are:

· Extend the working definition of reuse in IEEE 1517 to include SOA.  (We may ask for an update to IEEE 1517, but our proposal is not dependent on it.)

· Migrate towards standardized SOA for federated simulations and consider the role of High Level Architecture (HLA), DIS, and other M&S middleware 

· Initiate an M&S Community of Interest (COI) steering committee to evolve SOA standards (e.g., data, ontology)

Other ideas that we’re pursing include:

· Establish open source software repository and associated governance processes for unclassified physics based models and simulations

· Government funded, non-proprietary simulations to retain M&S data rights and put the non-differentiating (e.g., infrastructure) simulations into the open source community.

While there are technical SOA architecture issues implicit in the above suggestions, the largest hurdles will be business model and social.  We believe that programs with limited funding and a common objective will start sharing composable applications, working out design mediation and solving data model issues.   New tools for solving technical problems, governance and management of business processes will be pivotal to the rate of adoption.

We believe the key to achieving success through SOA will not be technical, but will be the successful solving of SOA governance and business issues.  These issues include the vehicle for investment and cost sharing of the services.  In the DoD space, traditional financial metrics of Return on Investment (ROI), payback period and profit to determine investment don’t apply.  In the Government space, programs will need to look for new an innovative tools to justify and manage the shared investment in SOA.  Further, the consumers and providers will need to establish trust relationships between their organizations before they can entrust the delivery of critical services to each other.  


In order to make cost sharing and Quality of Service practical, the organizations will need to put in place contracts which cover Service Level Agreements (SLAs).  The ability to establish this type of contractual relationship may be difficult in a DoD environment.
We don’t have all the answers, but we have coupled technical issues with business issues and the application of SOA.  If accepted by the committee, we will present our thoughts and work that is remaining to be completed and hopefully engage in good, stimulating discussion with the conference attendees and get meaningful feedback.


