1) Title:

SOA Quality Assurance: Distributed Environment Testing Strategies, Issues and Best Practices in Net-Centric Operations and Warfare 
2) Abstract:

Distributed computing systems have historically been extremely difficult to debug and the process to discover the root-causes of errors was the domain of gurus who simply knew everything.  With SOA and the coming advent of complex mashups and composite applications comprised of black-box systems half a world away, the guru who knows everything simply does not exists.  But testing in the next generation of distributed systems does not go away just because it got harder.  New techniques, technology and organizational expectations are necessary.  Testing and debugging has entered a new realm that where systems rely on software components do not exist in a controlled environment they way we’re used to thinking about it.  

Organizations that either produce or consume shared services across organizational boundaries will need to learn to participate in a new system development society.  Outside of the open internet, the US Department of Defense is one of the most complex “system of systems” moving toward an open sharing model.  The idea of Net-Centric Operations and Warfare (NCOW) has been around for several years but has been slow to materialize due to a number of technical, political and social issues.  The goal of NCOW is to increase the agility of the military Command and Control, Logistics and Intelligence systems to adapt at almost a moments notice.  Because lives are literally on the line, quality assurance testing in this new adaptive environment is critical.  Systems that are proactively sharing services that will be used in a “mashup” or “composition” will need to do more than simply release a WSDL and will need to resolve the challenges of testing against “live production” systems.
This presentation will dive into some of the strategies, issues and best practices that exist and are maturing around these extremely complex distributed systems.  We’ll explore the nature of Service Level Agreements (SLAs) and show that “hard and fast” numbers are not enough and that there are many ways to deal with SLA violations.  We’ll look at how Service Networks are formed and we’ll explore the roles and responsibilities vis-à-vis Quality Assurance of both service producers and consumers in this network.  We’ll finish the presentation with a notional demonstration use-case that explores a couple of strategies and technologies that can be used to create a Shared Service Infrastructure that can handle the social, political and engineering issues that arise around testing a new generation of applications. The lessons learned here will surely be extremely relevant and germane to the issues and challenges inherent in developing a robust environment to realize the next generation of applications on the open internet.
3) Presentation Summary/Outline:
1. SOA QA/Testing Problem Overview

2. Government movement: “Need to Know” to “Need to Share” doctrine

3. Net-Centric Operations and Warfare

a. Concept of Operations

b. Role of a Service Broker (NCES)

c. Description Network Enabled Command Capability (NECC)

i. Command and Control Application

4. Building and Testing Net-Centric Applications

a. Reuse in a brokered “Need to Share” environment

b. Composition and Re-composition

c. Responsibilities of service producers

d. Responsibilities of service consumers

e. Role of the broker-based infrastructure

5. Applying “friction” to service sharing

a. Producer based friction

i. Accreditation and certification

ii. Dealing with “composite” services

b. Consumer based friction

i. Accreditation and certification

ii. Dealing with “root-case” analysis of errors

6. The Testing Service Network

a. Service switching

b. Dealing with SLAs in testing

c. Unit testing

7. Notional Use-case walkthrough
a. Creation, registration and accreditation of service

b. Building producer/consumer contracts\
c. Unit Testing

d. Dealing with SLA violations

8. Conclusion
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Mr. Simpson is currently in the role of Federal SOA Architect at BEA Government Systems.  He has responsibility for developing strategic Service-Oriented Architectures (SOA) that includes next-generation application and data integration architectures.  Mr. Simpson is tasked with the thought-leadership role to take to current business challenges of the Federal space and provide innovative SOA solutions.  Mr. Simpson is the lead SOA architect for BEA’s Federal division and covers the full range of government agencies including Civilian, Military as well as the Intelligence Community.  Mr. Simpson is a Certified Federal Enterprise Architect.
Prior to BEA, Mr. Simpson was involved in several start-up companies in the DC area in lead architect and Director of Engineering roles.  Prior to that, Mr. Simpson spent 10 years as an independent consultant in Object-Oriented systems and architectures directing projects at many Fortune 1000 companies such as Texas Instruments, Boeing and US Airways.  Mr. Simpson has been architecting and building distributed object systems since 1986 and has a strong specialty in object databases and component-based service architectures.

Prior to Mr. Simpson’s consulting career he started in Biomedical Engineering research at Harvard Medical School and University College London where he conducted research and development in various prosthetic devices.  This work culminated in a series of systems that would automatically design and manufacture custom hip and knee prosthetics.

Prior Speaking Experience

Mr. Simpson routinely speaks at government and military industry forums and conferences including but not limited to: OpenGroup Conference, eGov Enterprise Architecture, BrainStorm BPM Conference, GSAW (Ground Station Architecture Workshop) as well as other planned upcoming events such as the DODIIS and the Missile Defense Agency (MDA) Industry Conference.  He also routinely presents to executives and lead architects in public BEA forums called Arch2Arch events on topics ranging from SOA to government politics.
