Request for Information
State of the Art in End to End SOA testing

MITRE
MITRE is surveying state of the art methodologies, tools and environment for SOA based end to end functional and non functional testing. This survey will help DOD to develop Global Information Grid (GIG) test and evaluation strategies. Specifically we are interested in learning key differences in the testing of SOA vs. traditional testing methodologies. Following are some of the questions we are addressing in a report we are putting together. Please provide inputs, based on your knowledge to any of the following questions in free format. We will compile these answers and will provide the report back to you this fiscal year.
Test Process

1. Do you have an established test process for existing capabilities?  How have you modified this to support service access?
2. Does your test process exploit SOA loose coupling? If so how?
3. Do you have an established governance process?  Do you support multiple versions of a service?  If so, how is this documented?

4. Do you have a consistent format or technique to describe services?  What are the techniques you are using to promote awareness and visibility?

5. What are your strategies for monitoring services for performance and regression testing purposes?   Are these metrics available to potential consumers?

6. Does your process promote concurrent testing of services and integration using simulated services?

7. What is the degree of reuse of test scenarios, data, environment and results across multiple related projects?

Test Tools

1. How automated is the test process to reduce time for changes to requirements and/or implementation technologies. Do you promote testing early and often?

2. Are you using modeling tools to document the desired interactions and workflows between services? What role if any of BPMN and BPEL in it? 
3. How mature are COTS tools to support end to end testing? Do you use any if so which one?
Development Process

1. What are the key standards that you are monitoring and seeking to maintain compatibility with in the SOA domain?

2. Do you support a means for service consumers to offer feedback on the use of a service? 

3. What are your mitigation strategies for security and vulnerability threats?

4. Do you have a defined service development methodology?  Is this integrated with unit or functional testing goals?  Do you follow particular paradigms such test driven development, continuous integration/extreme programming?
5. Do you use of atomic and composite services; and atomic and composite process in the development process to improve end to end testing efficiency?
6. Do you impose constraints in networked application architecture to ease systems testability?   
