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DCGS Test & Evaluation Strategy (DTES) “Testing as a Service” Workshop
Enclosures: 
1. DCGS T&E IPT Quarterly Progress Report 1st Quarter FY07

2. NR-KPP Assessment Memo

3. Invitation List
Hypothetical Scenario:  An intelligence cell monitors various sensors and data sources via relatively low classified wireless routable network.  Sensors and data sources have differing levels of authorized access and generally have low bandwidth “occasionally connected” access to a routable network.   When a “tipper” indicates target of interest is vulnerable to attack.  The intelligence cell must confirm target ID and acquire targeting data from higher resolution, more trustworthy, data sources.   Weapon platforms must be selected; targeting information passed; and kill chains executed within a short time window around initial tipper.  Weapon platforms have differing levels of authorized access and generally have low bandwidth occasionally connected access to a routable network.  UAVs and other sensors collect high resolution, highly classified data, and transmit it via point to point dedicated circuit to highly classified Distributed Common Ground Stations (DCGS) around the world.  The DCGS Integration Backbone (DIB) is web service oriented architecture designed to facilitate information sharing among the players in this mission thread.  The DCGS Distributed Development and Test Enterprise (DDTE) is tasked to rapidly develop, test, and deploy capability on the DIB by marshalling the effort of a large distributed community of laboratories connected by high bandwidth Wide Area Network (WAN).  
Boundary Conditions 

1. Provide Testing-as-a Service to the DDTE

2. Field first increment of capability nlt 2nd quarter FY08

3. Address scalable cost model  

4. Support scalable, open, architecture

5. Favor COTS and GOTS bundles 
6. Address distributed collaborative: build time development; run time T&E; and intellectual property rights (IPR) regime

Workshop Deliverable: Draft an enlightened Request for Proposal (RFP) that will allow vendor teams to propose innovative bundled solutions that satisfy the boundary conditions above. 
Assessment Matrix:   See Net-ready Key Performance Parameter assessment memo attached for more detail.  
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NR-KPP Checklist

Measurable & Testable Parameters

* |A => Share & Protect
+ Enable sharing across domains
* Preserve privacy
«  Protect network

SOA => Reuse & Mash Up
Accelerate delivery of netcentric
capability
Enable netcentric interoperability
Decrease infrastructure cost

Compose C4 capability on-the-fly

v Do no harm

v Software Assurance vulnerability OK?
v Bind to accredited GIG IA services?

¥ Register dynarmic discrefionary access policy?
¥ Latencies OK?

¥ Reliability OK?

v Generate digital diagnostic architectural artifact

v Re-useable/Composable (i.e. Bind to T-SOAF)

' Discoverable?

v Seff describing?

¥ Open standard interfaces?

v Cross program investment?

¥ Net-enabling IPR model?

v Generate digital diagnostic architectural artifact

v'Demonstrate Increased Value/Bit Exchanged

v COl approved mission thread?

¥ Meta data registered in context?

¥ Increased automation?

¥ Mission based MOE OK (i.¢., compress time line,

andior improve mission outcome)? *
v Generate digital diagnostic architectural artifact

Data Strategy => Discover in Context
+  Broker information discovery

« Create information value chain
feedback loop
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* Confirm with operational evaluation




Workshop Parameters: 
1. Norfolk 8:00-5:00 tentatively 14 June.

2. Each invited vendor may send one representative.

3. Prior to the workshop, invited vendors register on the www.GIGlite.org Testing-as-a-Service (TaS) project.   Post a demo sample of your capability in context with TaS.

4. Prior to the workshop, participating vendors collaboratively build a briefing that describes the combined GIGlite.org TaS demo.  

5. During the workshop, vendors participate with government audience in interactive presentation of the briefing and follow on facilitated discussion.    
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