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1 Requirements and Models

Requirements, whether expressed as a diagram or as text that captures a discussion about needed capabilities, are the first of a family of models that evolves with the system. Typically, these models start with “back of the envelope” guesses and ending up with a fully elaborated model (the system).

Several requirements need to be satisfied for model specification and elaboration to be successful.

First, for Service Oriented Architecture based systems, it is a basic tenet that business managers, as opposed to information technology specialists, define major aspects of system, which map to the business processes of the organization. This helps ensure that the information system serves the business goals of the organization. This is one reason why the Object management Group’s (OMG) Model Driven Architecture (MDA) approach begins with a Business Process Modeling Notation (BPMN) -- a graphical notation that depicts the steps in a business process. BPMN has been designed so that business users should be able to easily read and understand a BPMN business process diagram. This implies that any (initial) formal specification of requirements, which requires an understanding of formal logic(s) and takes significant time for a non-mathematician to learn, will not be suitable for defining requirements for business-driven systems.

Second, the early models of requirements should be as inexpensive for an organization to produce as a back of the envelope diagram. This makes the use of textual descriptions processed by natural language understanding (NLU) tools improbable. NLU is based on an ontology that describes the concepts involved in the business/system and relationships (e.g., of causality, correlation, containment) among these concepts. Ontologies are currently very expensive and time consuming to construct over a broad domain that incorporates multiple contexts where the concepts and/or their relationships differ. Some systems, such as the Semantic Network Processing System (SNePS)
 and Cyc
  address the problem by partitioning the ontology according to context (e.g., microtheories in CyC), where the logic must be consistent within a context but not between contexts. Judgments about which context(s) to use in a given situation require someone intimately familiar with both the language and the domain(s).

This is, of course, not an issue in simple domains. The Army, for example, has used artificial intelligence to lead visitors through its recruiting Web site – replacing live recruiters with online chat.
 Gary Bishop, deputy director of the Strategic Outreach Directorate of the Army’s Accessions Command, stated that “About 60 percent of the questions were always the same ones.”  While the article does not discus the technology used, a model of the frequency of key words (or their synonyms) in a set of the most typical questions should be sufficient to point to the correct answer.
2 Models and Metrics

Models are the “global invariants” of development. They must remain consistent, yet be adapted to express different levels of refinement and accuracy as design/implementation decisions are made and additional data collected. Different sets of metrics from families of similar models are needed to illuminate different views of the system – from effectiveness and efficiency at supporting the business mission (e.g., impact on business performance versus resources required) to technical concerns (e.g., response time, throughput, computer and communication resource requirements). Measures based on the models provide metrics that can be used to assess the importance/significance of system characteristics, e.g., requirements.As the system specification (and models) become more refined, they can ce used to assess the extent to which the requirements are being (or will be) fulfilled.

We consider requirements/models throughout a project’s evolution.

· The earliest stages focus on concept development and obtaining management support. The functions of the system and interactions with other organizations are modeled. These (rough) models are used to estimate the scope of the services provided in terms of the number and types of consumers – from a single program to the public at-large.

· During architecture and construction, a number of SOA components are specified and prototyped/implemented. Requirements (models) focus on predicting the impact on business results from the IT initiative. They specify or assess specific characteristics of the system and its harmonization with processes and systems in other parts of the organization.
· During operation, the requirements / models posited in previous stages can be refined and validated. The focus is on capturing (rather than estimating) key elements of performance that directly relate to the IT initiative. Models can estimate (or measure) robustness, actual usage of Services or Service components, usability, and the extent of ongoing governance – assessing whether requirements are satisfied and, possibly, resulting in changes to original requirements.
· As the system evolves, we can collect data to validate requirements/models specifying the ease with which a system can be modified and expanded to include additional organizational units in the enterprise. 

3 What’s Hard about SOA (unique features)

While SOA is a current fad in software development, it appears to provide the approach most likely to succeed in facilitating the development of enterprise-wide systems that operate across heterogeneous platforms. In the real world, SOA systems evolve. They start by providing functionality to a small number of organizational units and, if successful, “metastasize” to the rest of the enterprise.

SOA is not a discrete technology or language, but a mixture of an architectural style and development approach that is intended to keep automated system design synchronized with business processes and to allow business area managers, rather than computer scientists, to define services and rules for their interaction.
 Useful requirements and models must, therefore, go beyond static (or dynamic) code analysis and technical performance to include factors related to information utility and acceptance of the system by the organization(s) participating in an enterprise. To be objective and repeatable, such metrics need to be based on technical characteristics of the system (e.g., notations used to express both business processes and system architecture).
Business managers, as opposed to IT, are expected to define major aspects of system. The system requirements, reflected in system models, need to specify the ease with which this can be done.

4 SOA requirements 

SOA requirements, and the models used to express them, must address factors related to: The ability of business managers to define major aspects of the system; The ease with which a system can be modified or expanded; The extent to which the system provides all functionality required by all groups of customers (Comprehensiveness); Factors that facilitate the spread of a system (or system-of-systems or EA) across an organization; The capability of the organization responsible for a service (or an enterprise) to specify, monitor and enforce all policies of concern, and; Utility, or value added by the System to the organization.

Some useful requirements, whose fulfillment is assessed by models, include the following.

4.1 Ability of business managers to define major aspects of the system

· The percentage of system design elements (e.g., services and process flows) that are explicitly linked to business process elements; 
· The percent of operations that can be expressed in simple scripting language (e.g., by business managers vs. programmers).
4.2 Ease with which a system can be modified or expanded

· Extent to which the notations used to specify the system enable ease of modification – including support to the co-evolution of business and technical processes. 
· The effort to make a change (e.g., Hours to make corresponding changes to business and service specifications (e.g., substitution of a data item).
· Ease of changing the systems to serve different customers in different organizations. Potential requirements/measures include:

· The effort required to make typical changers in, for example, services/processes, data stores, service orchestration, and to check on policy consistency / applicability when system changes are made;

· Number of models available to assess critical aspects of the system including factors related to, e.g.,: scalability, response time, resource use, recovery from anomalies, overhead for rule monitoring and enforcement. 
4 Extent to which the system provides all functionality required
· Ability to trigger businesses processes in response to detected events (both possibly outside the SOA)? Specific requirements / measures might include the percent of anticipated external “effector components” that the system can “talk to”; 
· The amount of effort involved in writing triggering code. Is there a simple scripting language? How long does it take to learn? 
· The percent of a supported task that can be accomplished with single sign-on; 
· The percentage of services/functions that need to collaborate which are integrated in the system;
4 Factors that facilitate the spread of a system across an organization
These include: 

· The “fit” of system components (services) to higher levels of organizational structure (e.g., the percentage of system services that map directly to a defined organizational function or unit). While most services/SOAs will be developed incrementally (e.g., to support one functional unit at a time), effectiveness and efficiency require that the services are consistent with an overall organizational framework.
· The “two way” potential of the SOA system for incorporating (reusing) existing components and for the larger organization reusing components developed for the SOA. The first item increases an organization’s confidence, since they trust their own components, while the second provides some immediate benefits to organizational components not participating in pilot studies.

· A solid technology infrastructure, or Computer Engineering considerations that are usually not visible to customers under normal operations. These include measurements, or estimates, related to, e.g.:

o
Fault detection and remediation;

o
Robustness/Reliability --  including system-wide backup and recovery;

o
Performance and scalability.
4 Capability of the organization responsible for an enterprise to specify, monitor and enforce all policies
· The percent of policies that can be easily specified monitored and enforced. 
· The time required to define and implement triggers to provide alerts for (business) policy violations
· The expected effort and level of skill required to develop rules for specifying and enforcing policies related to allowed, e.g.:

· Workflows, process sequences, pre- and post-conditions
4 Utility, or value added by the System 
· The estimated cost to create an integrated business picture appropriate to each type of customer;

· Changes in delay (information collection to use) and the estimated value of more rapid and less expensive access;

· Increased scope of accessible information  (e.g., cutting across stovepipe systems) – possibly measured as the percent of critical information elements needed for a typical decision that the system provides;

· Financial measures for producing products/services as measured by, e.g.,

· An increase in the number/percent of  missions supported by automated data collection, analysis, and reporting;

· A change in the number/percent of program elements meeting (or expected to meet) cost/performance objectives.

· Measures of the system’s ability to provide information for improving management, and;

· The time/training required for customer(s) to learn tasks.

· Total Cost of Ownership including the estimated range of time/effort to : 

· change policy rules, services, and service orchestration, 

· add various types of data sources, 

· trigger new reports.

4.7 Significance

This work is technically significant for 3 main reasons.

Service Oriented Architectures requirements (and their assessment) requires consideration of technology factors’ themselves (e.g., with respect to response time) and their relationship to the organization (e.g., the ease of mapping business process descriptions to SOA descriptions; the ease of scripting rules, and; the ease with which system processing can be changed to account for changes in the business process).

We attempt to define all requirements (e.g., ease of use, flexibility) in terms of system characteristics that can be modeled and measured. The system is defined by a set of evolving models.

Since we begin expressing requirements with coarse grained conceptual models, measurement of these models’ characteristics can indicate areas where the system might not meet some aspects of its requirements, allowing early corrective action. More refined models allow us to track the success of corrective actions.
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