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Nortel Government Solutions (NGS) staff has implemented two widely differing solutions for high visibility e-Government systems.  How do these two approaches compare and contrast and what are the lessons learned compared to a commercial approach such as Amazon.com? 

PostalOne is a high volume portal-centric solution processing 100,000 transactions daily with over 30,000 users resulting in over $32B annual revenue for the USPS.  How was this integrated into the downstream USPS systems using a service oriented approach?  What customer pressures led to the development of the system and what XML transactions standards are enabling this level of integration between industry customers and their service providers?  What security / access considerations apply?  How are the lessons learned from the current system leading to future improvements?   The NIH eReceipts faces different issues.  Rather than daily transactional volumes they face periodic event driven service peaks with extremely large payload sizes. 
Also the services they provide are dependent on complex grants award processing rules with high level of service information exchange needed between participants.  How can an SOA be evolved to support this information rich environment?  What are the business needs drivers? What are the practical steps taken today to implement the production system to ensure adequate services to grant applicants?  What security techniques are used?  How are service providers integrated into this solution mix and how is the environment evolving to take advantage of the SOA approach? 

Amazon.com illustrates many powerful web service solutions today.  How does this commercial model compare to the challenges and especially security needs of e-Government SOA solutions? What security standards are emerging and 

how do they impact SOA design?  What lessons can we draw from the needs of deploying SOA in a government context compared to the Amazon.com approach? 
