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The Federal Enterprise Architecture’s Data Reference Model is being developed to manage one of the most critical assets the government manages data and information  and to improve the ability to share data. The use of Enterprise Architecture and linking it to extended enterprise data and information management is a significant change in approach that requires a systematic change management approach. This document describes those implementation steps over the next year and a half.  
 The Data Reference Model is the last of 5 reference models of the Federal Enterprise Architecture (FEA). The DRM is a framework whose primary purpose is to enable information sharing and reuse across the federal government via the standard description and discovery of common data and the promotion of robust data management practices. 
The application of  business-driven data and information asset management will require the involvement of  business leaders from throughout the government but the many specialists that have been addressing the many aspects involved with data and information management and data and information interoperability. The process of implementing this change is the focus of this document.
DRM Version 1.5, to be released soon for review to the Federal CIO Council and OMB, consists of the following documents and sections:

Overview
The DRM Implementation involves multiple changes. There are  organizational change, the introduction of new technologies, the introduction of new concepts which individually are difficult but are compounded because of their importance to data and information sharing and interoperability that are critical to the government functioning in “real-time” in situations from terrorism, to natural disasters, to health care crisis while meeting the expectations of citizens for “e-services” and to meet the legal requirements such as those within e-government 2002,(others…….). Over the last few years, the business-driven enterprise architecture has made good progress in a number of areas but the data and information practices have been implemented in an inconsistent manner. While some of the agencies and some cross-government data and information sharing initiatives have made progress (see some examples in Illustrative examples) they have not made progress in a consistent manner. While the government is much too large to expect lockstep progress the implementation plan recommends a phased implementation plan. The phased implementation plan has been developed with extensive involvement from many government and contractors and recognizes that each agency may be at a different stage in their maturity and flexibility is needed in the implementation process. 

This document provides and overview of the Challenged faced and the types of actions that are needed.  As government organizations become familiar with and implement their own implementation plan feedback and experience will improve the process and the products used for data and information management and more interoperable,  effective and efficient data and information management practices will be achieved. The journey to the ultimate goal may take 5 to 10 years but this implementation plan addresses the next 18 months.
Challenges and Action Summary: DRM Implementation and Piloting Challenges and Actions

The DRM 1.5 implementation is a transformational intervention that is critical to the success of the government living with the real-time global world of terrorists, hurricanes, medical crisis, financial news and our connected world. 

We have defined an initial set of challenges that must be addressed with education and training and projects that have early successes and provide feedback to improve version 2.0.

Challenges:

· Obtain conceptual understanding and alignment of the underlying principles, goals, and outcomes represented by DRM 1.5.

· Make the business case for the DRM and Information Sharing

· Learn if the DRM can be adapted to wide variety of needs within the government

· Evolve a coherent set of design and process principles that are the basis of the DRM 1.5 and future versions 

· Clear explain the technologies, models, and processes that can be used and their relative maturity or immaturity. 

· Explaining how to address the complexity of this data and information activities and how to design for constantly evolving activities with a Robust Data and Information Architecture that is built to change, is alert to changes in models and schemas, have been designed to be agile to common variations and to adapt to changing policies and needs

· How best to make use of available technology

· How DRM fits with other models- fitting into EA, Program, Project

Action Recommended:

· Have each Department assign personnel both business leaders and data and information architects to attend a one hour to two hour awareness briefing

· Have each Department and Agency to create a DRM implementation plan template and send to OMB for review and feedback from the DRM Implementation and Pilot Team. Each agency will create a DRM Implementation business case explaining the value of the DRM implementation within the agency and to provide data and information services to other partner organizations. Eg EPA may describe their existing data exchange network and plans for expansion over the next 18 months to improve it’s interfaces with event alerting and data services with FEMA and CDC. 
· The CIO Council will review and summarize the DRM Implementation Plans from the Agencies and establish a Implementation and Pilot tracking and status system.
· A consolidated roadmap of DRM implementation projects will be maintained by the DRM Implementation and Piloting team and success stories collected on a regular basis along the collection of recommendation and lessons learned. 
· A more detailed “implementation training and resource” program will be created to share a 2 or 3 day training workshop and create “reusable templates, guidelines, and data service components, and techniques” that can be stored within Core.gov. 
· Regular collaboration workshops will be maintain to share experiences and to work with groups such as the Chief Architecture Forum and the Architecture and Infrastructure Committee. 
· University and Industry research will be sponsored and independent research and development will be encouraged.

· Results, ideas, and use cases will be presented to Data and Information related Standards organizations and shared with vendors so that the market can meet the needs of government. 
· Input will be created to DRM 2.0 and a set of reusable elements for data and information sharing will be created and made available within Core.gov 
Categorization/Context
( I wonder if you have considered information sharing taxonomy and defining a set of “channels and data end point service definitions” that would leverage the newer web service standards)
Sharing
The sharing steps can follow a number of different approaches but a general and commonly used 4-D approach involved with Discovery, Definition, Development and Deployment can be used. The steps can include:
· Discovering of Sharing business needs- what your agency will expose and what it would like- There are three important flows of information:Why-Flow, What-Flow and How Flow. Often we only think of the How-Flow and reinvent that over and over, 

· Definition of the Cooperative Data and Information that will be shared along with the Cooperative Service Types and Instances that will be used. A use case template and use case diagram will be defined along with the business process- reference information and information map and the connection to other related FEA Models such as the BRM, PRM, SRM, TRM and any applicable profiles or lines of business. 
· Development of Sharing capabilities and How it will be done including the standards that will be used and where it will be published and registered.
· Deployment of sharing capabilities should be recognized and a success report created and the results recorded in Core.gov. The resulting “information sharing capability” will be describe in a consistent manner. 
Description of Information Sharing Capabilities
Cooperative information services will need to be defined initially so that people can discover and address the Why, What and How of Information Sharing. Eventually, automated negotiation of descriptive information sharing capabilities and the policy-based agreements will be created with standards such as WS-Agreement, Grid Technology and Web Services technology and the extension of service contracts (eg WSDL based) with additional annotations that will use taxonomies and ontologies but over the next 18 months the primary means of discovering and resolving information sharing and defining query exchange points will be with the collaborative portal such as Core.gov. A series of templates will be defined that collect many of the same data elements that the future generations of information sharing agreements(WS-Agreement, WS-Policy, etc) use but with simple forms and templates. An important part of this phase of information sharing will be workshops and face-to-face meetings and establishing interface control agreements and interface control documents that have been done with paper documents for years. The initial step is to have on-line access and have each agency define who they exchange information with and the priority and importance of the information exchange and to focus on which ones will be documented and exposed with a information sharing capability description. 
Management Strategy
· (talk about communities of practices, interest, etc)
Illustrative examples
· Give some examples of some current information sharing projects and their extensions along with use case. 
Address submitted agency comments

Glossary of terms
Implementation Plan

The Implementation Plan is being developed by DRM Implementation Through Iteration and Testing Team operating as a completely open Community of Practice (Wiki).  The DRM ITIT Team has outlined this Implementation Plan as follows:
Executive Summary

Background

Scope

Process

Recommendations

Appendix

The Team is committed to (1) “casting a very broad net” for contributions, (2) a “Synthesis and Summary” lead by a pre-eminent technical editor (Mills Davis), and (3) a harmonization effort with the other DRM Version 1.5 documents.

The Implementation Plan includes four key activities over the next year to better inform Agency Data Architects, Agency Information Architects, Agency CIO’s, the Federal CIO Council, and the OMB/FEA about best practices for implementing DRM Version 1.5 as follows:

(1) Education and Training in DRM Version 1.5 and use in FEA Information Sharing.
(2) Testing of DRM Artifacts and Tools (e.g. XML Schemas and OWL Ontologies) by NIST and the National Center for Ontological Research, respectively, among others.

(3) Continued implementation of DRM 1.5 concepts and artifacts by industry in “open collaboration with open standards” pilot projects and workshops.

(4) Fostering champions of DRM Best Practices to improve (1) agency data architectures within agencies and (2) cross-agency data sharing across agencies in funded projects.
The DRM Education Pilot addresses the most fundamental need associated with the management of new concepts and change in practice, namely answering the basic questions of (1) what is it?; (2) what am I expected to do; (3) what are some best practices for doing it?; and (4) how do I work both locally in my Agency and more globally with other Agencies on this?
The DRM Education Pilot uses a simplified abstraction and generalization diagram provided recently in a Collaboration Expedition Workshop (Designing the DRM for Data Accessibility: Building Sustainable Stewardship Practices Together - Part 2   - Tolk, 2005).  The DRM Education Pilot uses the DRM Version 1.5 documents themselves to provide both the content and functionality in the simplified interface framework. This in turn provides definitions and demonstrates the relationships, associations, and query that address the E-Gov Act Section 207 (d) requirements and the recent GSA/OMB RFI questions. This simplified Data Architecture demonstrates the Three S’s: Structure, Searchability, and Semantics for Three Basic Types of Data in the DRM Version 1.5, namely Structured, Semi-structured, and Unstructured.
	
[image: image1]
	What is it? Taxonomies and Ontologies for describing information relationships and associations in a way that can be accessed and searched.

	
	What am I expected to do? Use the DRM Abstract Model to guide both your agency data architecture and your interagency data sharing activities.

	
	What are some best practices for doing it? See Ontology and Taxonomy Coordinating Work Group, etc.

	
	How do I work both locally in my Agency and more globally with other agencies on this? Participate in the Collaboration Workshops, the DRM ITIT Team, etc.


In the above schematic diagram, the definitions are as follows:

(1) Metamodels - Precise definitions of constructs and rules needed for abstraction, generalization, and semantic models (see Tolk, 2005).
(2) Model - Relationships between the data and its metadata (see W3C).
(3) Metadata - Data about the data (standard definition).

(4) Data - Structured, Semi-structured, and Unstructured (per DRM Version 1.5).

In the above schematic diagram, the Relationships, Associations, & Search are as follows:
(1) Categorization/Context (Taxonomies and Business Rules), Sharing (Query Points and Exchange Packages), Description (Data and Data Assets), and Management Strategy

(2) Example links between multiple levels: Data Description's - Model to Metadata to Data
(3) Query of Taxonomy Nodes - Select Search Form: Expert or Advanced, then search a subset of just the DRM Pilot Database Node by choosing sections in the table of contents taxonomy (in the frame on the left). (See example below)
(4) Federated Search - Select Search Form: Expert or Advanced, then search the entire DRM  Database Node by choosing that node in the contents taxonomy (in the frame on the left). (See example below)
Query of DRM Education Pilot Taxonomy Nodes
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Federated Search of All DRM Taxonomy Nodes
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Using the FEA Business Reference Model (BRM), with which many are familiar, as an analogy:

The BRM is a taxonomy – A framework facilitating a functional (not organizational) view of the federal government’s lines of business that consists of the hierarchy of Business Areas (4), Lines of Business (5), and Subfunctions (51). Agencies are encouraged to “drill down” the BRM several more levels within their agencies to identify areas of duplications, collaboration, etc. The FEA/OMB uses the BRM taxonomy to classify the A-300 Budget Exhibits for analysis and for storage in FEAMS.
The DRM Version 1.5 is also a “taxonomy” (abeit at a higher level than the BRM) – It consists of the hierarchy of Description (Data and Data Assets), Sharing (Query Points and Exchange Packages), and Context (Taxonomies and Business Rules) and agencies could/should be encouraged to “drill down” this DRM several more levels within their agencies to identify areas of duplications, collaboration, etc. The FEA/OMB will decide how it wants to use the DRM “taxonomy” in the A-300 Budget Exhibits process, if at all.
The DRM Version 1.5 “taxonomy” has been expressed as an XML Schema to be versioned and tested as part of the DRM Roadmap (DRM Overview, Daconta and Chiusano, 2005), where the current DRM phase (i.e. the phase that produced this specification) is considered DRM Phase 1, as follows:

• DRM Phase 2 (duration 6-9 months):

o DRM Core Content development, to include:

Cross-COI Taxonomies

Common Entities

o DRM XML Schema Pilot

• DRM Phase 3 (duration TBD):

o DRM XML Schema - final version

o Other items TBD
On August 15, 2005, the DRM Executive Committee and others meet with NIST representatives to explore an Implementation and Testing Approach and theses representatives have been active in the DRM Implementation Through Iteration and Testing Team.
The DRM Version 1.5 XML Schema (version 0.2) was rendered as a “graphical user interface taxonomy” in the DRM Information Sharing Tool Kit and Applications Pilot Project for the July 19th Collaboration Workshop by Kiran Batchu, GeoDecisions, based on contact work for the U.S. EPA in Region 4 that was present at the June 28th Collaboration Workshop entitled Visual Document Management that uses the new XML standard for Scalable Vector Graphics (SVG) to create a map interface to essentially anything. An update of this work was prepared for the DRM ITIT Team Wiki and for the XML 2005 Conference Proceedings (URL to be announced).
Instructions for implementing and testing the DRM Information Sharing Tool Kit and Applications Pilot Project are found in the Wiki and some next steps include working with the NIST XML Validation Service and the Department of Labor’s Usability Testing Laboratory.
The use of DRM Version 1.5 in FEA Information Sharing is also being piloted for at least three strong reasons:
(1) The FEA is one of the most open information exchange and data sharing activities across the Federal Government;

(2) The FEA Exhibit A-300 process already includes the use of an XML Schema for several years now; and

(3) The relationship of the new DRM to the other parts of the FEA can be tested and developed further than was possible due to the accelerated schedule for Version 1.5.
For piloting the DRM in FEA Information Sharing, a Composite Application Platform (Digital Harbor) was identified from the 40 exhibitors at the Semantic Web Applications for National Security (SWANS) Conference that supported the W3C’s Semantic Web Standards (RDF/OWL).  A Composite Application Platform integrates Service-Oriented Architecture, Portals, and Enterprise Integration functions and was demonstrated to the DRM Team as a possible “DRM killer application” that implemented multiple XML Schemas and Ontologies in an Enterprise Design Tool and delivered the integrated results in an advanced Web interface called “The most exciting thing I’ve seen since Mosaic” by Vinton Cerf, Father of the Internet. The DRM in FEA Information Sharing Pilot is documented in the pilot status report entitled “Executable Integration of the FEA Reference Models in Composite Applications”, has been demonstrated widely, and is still in process with several agencies that have volunteered to foster these pilots.
The use of XML Schemas and/or Ontologies for both the enterprise architecture and the core component in an executable application seems to have appeared recently in the published literature (c.f.,  Nicola Guarino, Formal Ontology and Information Systems, Proceedings of the FOIS ’98, Trento, Italy, 6-8 June 1998) and is the essence of GSA’s FEA Reference Model Ontology in support of Model-Driven Architecture, Roy Roebuck’s Ontological Engineering for Continuity of Communications for the Federal Executive Branch, and Professor Andres Tolk’s Model-Based Data Engineering for Web Services. In the later, the reference model is an XML schema which is also the service component bus in the IT system.
The SICoP experience with piloting the DRM with Composite Applications and extensive interviewing and research has been distilled recently in the “Business Case for Semantic Technologies” White Paper in process for delivery to the CIO Council’s Best Practices Committee and its Knowledge Management Working Group as follows:
(1) Tools that enable exchange, compositing and harmonization of distributed data and metadata sources in the context of the intended end-use application (c.f. Digital Harbor).

(2) Sharing semantic models for composite applications that include entities, attributes, relationships, processes, events, and rules as well as security and provenance.
(3) On-the-fly semantic discovery of “as-is” software artifacts, data structures, and documentation poses new registry requirements (c.f. Metallec).

(4) Operational architecture demands interchange of enterprise semantic models and knowledgebases (c.f.  "Executable Enterprise Models", Irene Pollikoff and Robert Coyne, Journal of Enterprise Architecture, August 2005, Volume 1, Number 1, pp. 45-52.).

(5) Tools that enable acquisition, editing, exchange, merging, integration, and lifecycle management of large-scale federated, distributed content ontologies, metadata registries, and knowledgebases, in the context of the intended end-use application (c.f. BioCAD).


(6) Sharing complex knowledge stacks (composite assemblages of semantically enabled content) well as security and provenance.
Some of the highlights provided by the DRM ITIT Team participants (see list at end) are as follows:
(1) Owen Ambur, DoI and Chair of the XML.Gov Community of Practice, has submitted a Draft DRM Data Context Elements Testing and Implementation Plan in which the taxonomy-related elements of DRM Version 1.5 will be prototyped and tested and, upon successful demonstration and subsequent issuance by the Federal Enterprise Architecture (FEA) Program Management Office (PMO), will be implemented.

(2) Bryan Aucoin, IC EA, supports the Federated Data view and is creating a Conceptual Data Model that captures much of the information referred to as "Context" within the DRM. He also plans to capture logical data models for shared information that equate, more or less, to the "Structure" component of the DRM because he thinks there is a mapping that can be exploited.
(3) Mills Davis, TopQuadrant, The Business Case for Semantic Technologies, presented at the September 14, 2005, SICoP Public Meeting, contained six DRM Recommendations (see above). Mills Davis also provided Extensive Suggestions which will appear in the next installment of the DRM ITIT Team Plan.
(4) Paul DeMeter’s company (Industrial Medium) has product supports IC MSP, DDMS, IISS, Tearlines and TWPDES for the Intel Community. They are working on Global Justice and will start to look at the use of the DRM for non-Intel clients and have provided an example of a document tagged with the NetOwl entity extractor and with all links including the original page being rendered dynamically and all content was derived from the original Word Document.
(5) John Dodd's (CSC) recent contribution entitled “FEA DRM- What are some Strategic Alternatives- Suggestions, State of FEA DRM & Actions and IAC Role” has added considerable importance to the DRM Education Pilot.

(6) Ian Foster, SoftwareAG, suggestions for the Next Steps in a DRM Validation Pilot together with his earlier joint presentation with Mills Davis, TopQuadrant, on a DRM Data Management Process Pilot provided a very comprehensive approach from a major software vendor.
(7) Simon Frechette, Serm Kulvatunyou, and KC Morris, NIST, are preparing a plan for Testing of DRM Artifacts and Tools in cooperation with industry as they have done in the past like for XML Schema testing for Core.gov.
(8) Steve Hunter, Agilense, which supports Roy Roebuck's Continuity of Communications Project (see above) has provided a proposed pilot in which the Agilense EA WebModeler EA product would be used to ingest the DRM-XML Schema and/or DRM-OWL ontology to provide a commercial implementation of a DRM EA repository in coordination with the Ontology and Taxonomy Coordinating Working Group, NCOR and standards activities of the Association of Enterprise Architects.
(9) Neelam Kadam, UNISYS, took the initiative following attendance at the First DRM Public Forum and demonstrated Automatic Generation of DRM Instances from Models Using 3D-VE and EVP to the DRM Team. These tools provide a solution that applies in the “Collection Phase” of the DRM Data Management Strategy in where Data Models can be imported from multiple commercial tools into a MOF Repository, DRM Models can be linked to EA models, and DRM XML instances and views can be automatically generated.
(10) Elisa Kendall, SandPiper, provided Model-Driven Semantic Web - Emerging Technologies & Implementation Strategies, a very comprehensive and insightful view across the Object Management Group’s (OMG) Model-Driven Architecture, ISO – 11179/XMDR, and the Semantic Web standards communities and her work to develop an Ontology Definition Metamodel for a major portion of the Zachman EA Framework.
(11) Amit Maitra, Consultant to the AF-CIO Architecture, provided at the very beginning of the DRM Team a visionary presentation on Federated Data Management with MOF Repositories and then more recently as part of the DRM ITIT Team suggestions for one or more pilots to be test in a development lab with live databases connected.
(12) Mala Mehrotra, Pragati Synergetic Research, Inc., explained Pragati's Expose Tool Suite for Harmonization of multiple ontologies and suggested how the FEA Reference Model (see above) could be analyzed and improved.
(13) Eric Monk, McDonald-Bradley, provided suggestions for an OWL-based Schema and Prototype DRM Registry and even sample DRM OWL Files.
(14) Brand Niemann, US EPA and SICoP Chair, provided suggestions for the September 21st Informal Briefing to the CIO Council Meeting as follows:

(a) The SICoP Business Case for Semantic Technologies contains six specific recommendations for the DRM (see above).

(b) The Best Practice Business Case Example featured at the recent SICoP Meeting (see slide 9 in Roy Roebuck's presentation) should be included in the DRM Data Management Strategy.
(c) The Featured Best Practice Implementation Example (see Rohit Agarwal's presentation) is being called the "Killer App" for the DRM.
(d) The DRM Implementation Profiles and SICoP Pilots are being included in the DRM Implementation Through Iteration and Testing (ITIT) Team's work. For example, the Collaborative Ontology Development Service and Infrastructure (CODS) was announced at the SICoP Meeting (see Peter Yim's presentation) and given a special recognition for providing critical infrastructure that will support SICoP and other Federal CoPs, the new National Center for Ontological Research, and a world-wide community in collaborative ontology development and applications. SICoP and the Ontolog Forum, which Peter Yim is the co-covenor of, have developed a strong working relationship between these two CoPs to advance the use of ontological engineering in enterprise architecture, health information architecture, etc.

(15) Loren Osborn, Unicorn, is working on developing DRM Pilot Project involving UDEF, Global Justice, NIEM, IPV6, Unicorn, etc. Details to be posted soon.
(16) Ken Sall, SAIC, provided penetrating questions and insightful suggestions though out the DRM Pilot and DRM ITIT Team process that benefited out efforts.
(17) Charles Turnitsa, Old Dominion University, presented the Model-Based Data Engineering for Web Services (with Andreas Tolk) referred to earlier in which the reference model is an XML schema which is the service component bus in the IT system.

The DRM piloting and education have been and are still being carried out in a series of open DRM Public Forums, Collaborative Expedition Workshops, SICoP Public Meetings and other meetings as follows:

1. June 13, 2005, First DRM Public Forum. Six pilot demos.
2. June 28, 2005, Collaborative Expedition Workshop #42 at NSF. Six pilot demos.
3. July 19, 2005, Collaborative Expedition Workshop #43 at NSF. Six pilot demos.
4. August 16, 2005, Collaborative Expedition Workshop #44 at NSF. Six pilot demos.
5. September 14, 2005, SICoP Public Meeting. Four pilot demos.
5. September 21, Enterprise Architecture Joint CoP Meeting. The FEA – DRM Information Sharing Pilot.
6. October 5, 2005, First Meeting of the Ontology and Taxonomy Coordinating Working Group. Fourteen presentations on taxonomies and ontologies.
7. October 11-12, 2005, GCN Conference on Storage to Knowledge: The Data Lifecycle Approach. Panel on SICoP's White Paper Modules 2: The Business Case for Semantic Technologies and 3: Implementing the Semantic Web and Special SICoP Meeting with Pilot Demonstrations.

8. October 20, 2005, DON CIO-XML CIO/ Federal XML CoP Conference. SICoP Pilot Presentations.

9. October 27-28, 2005, National Center for Ontological Research (NCOR), Gala Inaugural Event and Workshop on Bio-Ontologies, Buffalo, NY.

10. November 14-18, 2005, XML Conference 2005, Atlanta Hilton, Atlanta, GA. Theme: From Syntax to Semantics. SICoP Paper and Presentation.
This represents a total of 10 public forums, meetings, and workshops and 29 pilot presentations so far!

DRM ITIT Team Participants
Based on expressed interest of DRM Work Group Members and contributions at the recent First DRM Public Forum and Collaborative Expedition Workshops:
DRM Work Group Members (alphabetical order):
ByanAucoin: bryanja@odci.gov
OwenAmbur: Owen_Ambur@ios.doi.gov
MichaelDaconta: Michael.Daconta@dhs.gov
AmitMaitra: Amit.Maitra@pentagon.af.mil
BrandNiemann: bniemann@cox.net
MarionRoyal: Marion.Royal@gsa.gov
KenSall: kenneth.b.sall@saic.com
Non-DRM Work Group Members (alphabetical order):
RohitAgarwal: RAgarwal@dharbor.com
KiranBatchu: kbatchu@geodecisions.com
MillsDavis: mdavis@project10x.com
PaulDeMeter: paul@industrialmedium.com
JohnDodd: jdodd@csc.com
IanFoster: ian.foster@softwareagusa.com
SimonFrechette: frechett@cme.nist.gov
ChuckHansen: chuck.hansen@hansen.com
SteveHunter: steve@agilense.com
SermKulvatunyou: serm@nist.gov
NeelamKadam: Neelam.Kadam@unisys.com
ElisaKendall: ekendall@sandsoft.com
AshMaurya: ash@wiredreach.com
MalaMehrotra: mm@pragati-inc.com
EricMonk: EMonk@mcdonaldbradley.com
KcMorris: kcm@cme.nist.gov
BrandKNiemann: brand.k.niemann@saic.com
LorenOsborn: loren.osborn@unicorn.com
RonLSchuldt: ron.l.schuldt@lmco.com
CharlesTurnitsa: CTurnits@odu.edu 
�The process used is often and interesting step but most people want to know so why do I need to read this document!
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