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Introduction

A key objective of this presentation is to describe a solution built using semantic web standards and languages. Our implementation uses OWL and RDF technologies.  This presentation highlights the strengths and capabilities of semantic integration and faceted navigation applied to the integration of disparate databases.  A demonstration based on previous SWANS conference and a nationwide data sharing project in law enforcement will also be conducted.  The presentation concludes with lessons learned in building the ontology and integrating the disparate sources utilizing Computer off the shelf technology,
The purpose of a law enforcement records management system (RMS) has shifted from generating national crime reporting statistics to providing investigative leads and linking crime activities across jurisdictions often referred to as Data Sharing.  
Unfortunately, many of today’s RMS and data sharing systems were developed by technologists and are often too complex and difficult for use by police officers and law enforcement and intelligence analysts.  The RMS systems have different and often proprietary interfaces that require officers to be trained on the multiple ways of entering data to be queried. Many of the current query screens require exact data entry of characteristics to be searched – they do not allow for typos, synonyms, or like-concept searches like “pistol” vs. “handgun”, or “murder” vs. “homicide.”  As stated in a recent National Institute for Justice Grant Request, “Public safety officers and analysts need a simplified and consistent interface” to query against the myriad of records management system databases at the Federal, State, local, and regional levels. 

The result, Missed Records!
Building on a semantic framework, this presentation shows how we integrated four disparate law enforcement records systems in a service-oriented architecture using an ontology expressed in RDF.  

Key Users or Audience

· Federal, State and Local Law Enforcement Agencies

· Users interested in learning about semantic technologies for eGovernment

· Government Agencies performing analytics or analysis against multiple databases and dialects to a common information model (or ontology).

Description of demonstration

Attendees will see a browser based multi-dimensional search tool which allows law enforcement officers to quickly locate relevant records matching complex crime patterns and activities – without having to type into any query forms. 

A “point-and-click” interface to search for and find relevant criminal incident knowledge across multiple records management systems, and will incorporate law enforcement ontology to permit discovery of relevant information across agency systems with dissimilar dialects into one common set of searchable terms.  

As the user of the tool drills down, they will be presented with additional dimensions of stored law enforcement records, such as person attributes, offense type, time and date, vehicle color, vehicle model and physical description(s). Consider the following scenario:

“A detective is assigned a recent liquor store robbery and wants to know if this has happened in any neighboring jurisdictions (part of a series?).  According to witnesses, the suspect wore a ski mask, held a sawed off shot gun, only grabbed large bills. They describe the suspect as white male, 6’ tall, with blue eyes.”

As we try to find our suspect, along the way we uncover what is was like to attempt this search before semantic integration.  We will review the original data sources prior to semantic integration which will highlight the local dialect problems, review construction and evolution of the ontology and discuss lessons learned.

Laptop Power and Internet Connection preferred.
