Comments on the Draft Data Reference Model (DRM) Version 1.0


Comments on the Draft Data Reference Model Version 1.0 dated January 2004
1. On pg 5, Paragraph two states, “The model is intended to provide a common, consistent way of categorizing and describing data.”  If you agree with revisions to DRM structure, recommend changing to “… categorizing, associating and describing data.”
2. On pg 5, recommend appending the following text to the end of the paragraph, “The design of interoperable data requires the additional constraints and structural metadata specified in this reference model.”

3. On pg 6, paragraph two states, “The DRM focuses on attributes and metadata…” This is redundant because attributes are metadata.  Recommend changing to “… focuses on metadata that…”

4. On Pg 6, paragraph two states, “… the structure to fully understand the package …” Recommend removing the word “fully” as it could easily be construed as hyperbole.

5. On pg 7, the section entitled “Other Volumes” states: “There are three additional volumes that follow volume 1”.  Recommend changing the title of the Volumes as shown below for consistency and extensibility:

a. Volume II: Information Context

b. Volume III: Information Sharing
c. Volume IV: Information Description

The above changes enable the expansion of the DRM along its primary three axes: Information Context, Sharing and Description.  Specifically Context should be expanded to include a Service Context (i.e. a UDDI entry) and a Security Context (i.e. Tearlines for the Exchange Package).  Secondly, Information Sharing should be expanded to include Exchange and Access. Lastly, Information Description should be expanded to include both Data Element Description and Resource Description (i.e. DOD Discovery Metadata Specification (DDMS)). Additionally, the entire structure should include explicit relations between all levels of the reference model.

Another consideration is whether to expand the # of volumes to include “Implementing DRM Profiles” which could have an Appendix entitled “A DRM Profile for XML”.
6. On Page 9, the second paragraph discusses linking the DRM to the SRM; however, this linking is not made explicit in the DRM structure via a Service Context.  An example implementation of such a mapping is the registering of the Web Service Definition Language (WSDL) in a Universal Description Discovery and Integration (UDDI) Registry.  I strongly recommend this modification.
7. On Page 9, the section entitled “Outcomes of using DRM concepts” provides several outcomes without clearly stating how the DRM delivers those outcomes.

8. On Page 9, the last paragraph states, “…the ongoing population of an XML registry and repository …” This should be changed to say “metadata registry and repository” because XML is just one of many metadata representations.

9. Figure 9 lists “global identification of security and privacy issues” as a business benefit; however, the DRM structure specified does not include a mandatory security context for all information descriptions.
10. Figure 3 states that another business benefit is “Categorization/integration of data along functional lines”.  While the DRM structure does provide for categorization via its business context; it has no provisions for data integration.  To provide such integration, the DRM should incorporate explicit relations (also known as associations) as these are the integration mechanisms used in technologies such as the Web Ontology Language (OWL) and XML Topic Maps (XTM).  In fact, even to achieve proper categorization requires a minimal number of explicit relations like “part of”, “subclass” and “instance of”.
11. There are two other benefits specified in Figure 3, “clear data ownership and stewardship” and “increased efficiency” that are not justified as to how they are provide by DRM implementation.  Regarding data stewardship, A DRM volume on Data Governance would satisfy this requirement.

12. Figure 3 uses the following acronyms without spelling out their meaning – GPEA, PRA and OIRA.

13. On Page 11, In the Purpose section of Chapter 2, the first paragraph states, “… data must now be integrated at a level not previously required.”  The current version of the DRM does not support data integration; thus, until it does it would be better to say, “… data must now be interoperable …”

14. On page 11, the second paragraph states, “The need to manage unstructured data will also be addressed …” While this acknowledges the need to manage unstructured resources, that sentiment is not reflected in the DRM structure.  Recommend the “Description” axis of the DRM be expanded to include Resource Description an implementation of such would be the DOD Discovery Metadata Specification (DDMS) or the Dublin Core.
15. In Figure 4, the DRM structure states a business context is composed of a Subject area and a Super Type.  This seems to loosely correspond to the ideas of a “Topic” and a “Class” (this needs to be confirmed with the authors).  Unfortunately, the paragraph explaining these seems to assert (as does the example) that there is a necessary 1 to many dependency relationship between areas and super-types which then reference lower levels of the structure.  This is an artificial and unnecessary layering to taxonomic categorization that needs better justification.  Taking the Topic Map standard as a guide a subject be modeled as either a collection (akin to a subject area) or a Class (akin to a Super-type).  The key difference between the two is that membership in a collection is heterogeneous while membership in a class is homogeneous.  Both collections and classes can be related to lower levels of the structure.

16. In figure 4, the information flow structure is inconsistent with the other parts of the structure by not subdividing it into its constituent parts as was done with business context and data element description.  The Information exchange package can and should be further specified with its constituent parts.

17. In figure 4, the Data Element Description structure has two problems.  First, it only represents structured information. As a reference model for an Organization’s information, it is fundamental to distinguish between internal structure (known as structural metadata) and external metadata (known as administrative metadata).  The obvious metaphor being the difference between the metadata in the library card catalog and the metadata in the books themselves.  This bifurcation can be represented by adding a component in the metamodel called “Resource Description” with its constituent parts (synonymous to the DDMS specification or Dublin Core).  Secondly, the parts of the Data Element Description are inconsistent with the other levels of the structure.  Specifically, a “Data Object” is more commonly referred to as a “Type” or “Class” which is in line with “Super-Type” specified in the Business Context.  Thus “Type” would at least align the two and also be in line with such specification as the W3C Resource Description Framework (RDF); however, type is actually a property of an information Entity while the entity itself would be described as a “Class” which is in line with the Unified Modeling Language (UML) and traditional Object Oriented Programming.  Lastly, while representation goes part of the way to defining a properties data type, a more thorough representation is to specify Range and Domain as is done in the W3C RDF, RDF Schema (RDFS) and Ontology Web Language (OWL) standards (this can be left to one of the other volumes).  Consistency and cohesion is key to the successful adoption of the DRM and it should be readily evident that consistency is lacking.  Cohesion will be addressed in the next point.

18. There is a significant disconnect between Figure 4 and Figure 6 (the example figure which is unlabeled but on page 18).  Figure 6 shows an example of a DRM implementation for healthcare with lines connecting each layer of the DRM structure.  The disconnect is that the DRM structure in Figure 4 does not specify these relationships (or associations) between the levels.  The DRM must follow the precedent of every modern knowledge representation form; for example, the OASIS UBL Core Types, the XML Topic Map standard, and the W3C Resource Description Framework, in specifying explicit relationships between information structures.  This is critical to provide the cohesion between all parts of the metamodel and is alluded to in your own implementation example.  Lastly, it is important to understand the difference between explicit and opaque relationships and require explicit ones.

19. On page 12, the first sentence states, “The DRM structure has 3 major categories…” Recommend changing the category names to Information Context, Information Sharing and Information Description.  Not only are these more consistent but they enable expansion along each axis.

20. On page 12, the first paragraph defines “Super-Types” as “categories of data whose elements may be specified or used within one or more Information Exchange packages.”  This definition is inadequate because it is unclear how this concept relates to current IT practice.  It is necessary to show how each concept in the Reference model can be implemented in today’s IT systems.  It seems that Super-types are from Object-oriented programming where a Class can have a Super-Class.  The problem is that both are just Classes with the association being “Super-class/subclass”.  An example of how to model this with clean delineation between information entity and association can be found in the XML Topic Map specification.  If the above analysis is correct, you have modeled an entity while calling it an association.  The entity would be “Class” while associations should be added as separate constituent parts of the DRM structure.

21. On page 12, the second paragraph states that, “Data elements, defined in accordance with ISO 11179 standard, consist of a data object, a data property, and a data representation.”  While it is good to pick a standard, the DRM uses the term “data object” to represent the “Class”.  It is important to note that ISO 1179 uses the term “Object Class” which is better than just data object.  The key point here is that it is very important to distinguish between the model of the “class of things” as distinct from the individual instances (or particular things) that are members of the class.  For example, the class is “Person” and an instance of that class would be the individual named “Michael Jordan”.  This distinction must not be blurred; and thus, it is better to go with the more common terms used in Object oriented programming and the Unified modeling language where “object” is the term for the instance and “class” is the term for defining the object’s structure.

22. On page 12, the last paragraph states, “the DRM is not a data model …” While it certainly is too high-level for direct implementation, it is a meta-model (or at least a meta-meta model in OMG terms) even though it is currently weakly defined.  If this statement is designed to allow this to remain weakly defined, I believe it is a mistake.

23. On page 13, the business context section states, “the business environment in which data is created and commonly used becomes rather critical for complete understanding…”  Recommend removing the word “complete”. 

24. On page 13, the business context section does not adequately distinguish between subject areas and super types.  Both can be used for categorization; however, the distinction is that an area allows heterogeneous membership while a class (super-type) does not.

25. On page 13, the second paragraph states, “The structure of the DRM was designed to categorize and classify”.  First, the uses of the term “classify” and “classification” throughout this document will be confused with the common security classification scheme which is not the desired sense of the word.  Luckily you can just use the word categorize or categorization.  Thus, recommend removing the word “classify”.

26. On page 13, the subject area paragraph should relate to how the concept would be implemented which is normally a taxonomy similar to ones used in portals with the caveat that you are referring to formal taxonomies.

27. On page 13, the section on Super-Type is well done in that it relates the construct to its implementation (taxonomies); however, it does not adequately justify the Subject-area to Super-type dependency or adequately define the differences between them.  Lastly, the example alludes to a distinction in granularity which would make a false assumption that subject areas cannot be nested.  It is this type of ambiguity that will defeat the purpose of the DRM.

28. On page 14, the section on Information flow does a good job of justifying the importance of information exchanges; however, Information sharing is not just about information exchanges.  It includes the concept of information access which differs from exchange in that no packaging occurs.  In fact, it must be made clear that the central idea behind higher-level exchanges is that a set of heterogeneous data elements are packaged into a message.  For example, a Camping permit aggregates information about the Persons wishing to camp, the location, the rules that must be followed, billing information, etc.   This differs from access in two ways: first, there is no aggregation into messages.  Secondly, the ownership and control of the data remains with the data source which cannot be assumed with an exchange (which by nature involves a replication).  Lastly, this encourages the creation of unique, persistent identifiers for unique persistent concepts.  Thus, data owned by one organization can be described by another using the same unique identifier and thus unambiguously referring to the same unique concept.

29. On page 14 and 15, the Data Element description relies upon the ISO 1179 definition of data elements which has some limitations as previously described in the above comments.  Chief among them is the use of the term “data object” when actually meaning “Class”.   Secondly, properties should distinguish between intrinsic and extrinsic properties as done by the Web Ontology Language (OWL) specification.  Lastly, representation should specify both the domain and range which is sometimes accomplished via naming schemes.

30. On page 15, the “three pillars” section does not adequately distinguish between “Data Architecture” and “Data Sharing Architecture”.  It would seem that one is a subclass of another and thus you would not actually be expressing three pillars but two.  By definition, three pillars of any structure refer to three independent pillars which is how the overall structure is supported (but only if the pillars are truly independent).  Intuitively, this can be understood by the fact that the pillars must be placed far enough apart to support a plank bridging the three.

31. On page 16, the first paragraph on “federated data” is excellent.

32. On page 17, the first paragraph on the “Applicability” section states that Agencies form a “Community of Practice”.  Is this synonymous with the concept of “Community of Interest” which is widely referred to in DoD strategy?  This should be clarified.

33. On page 17, the last sentence of the first paragraph in the applicability section states “this approach results in the greatest return on investments when “Services-to-Citizen” processes and technology interfaces are shared among multiple agencies.”  I believe this unintentionally narrows the scope to “public-facing” benefits.  This should be broadened to include homeland security needs which may not be public-facing but are certainly in the public’s best interest.

34. On page 17, the second paragraph in the applicability section shows the utility of information exchange packages; however, it should be expanded to include “federated information access” which is a necessary requirement of “federated data” cited in the previous section of the document which is significantly different than high-level exchange packages.

35. On page 17, the third paragraph in the applicability section, seems to stray from its goal of demonstrating the applicability of each part of the DRM structure over into software reusability.  Specifically, the terms highlighted are “reusable components” and “plug and play” which are normally representative of software components.  Or are these meant to apply to “reusable data components”?  The last sentence alludes to a registry and repository which could apply to both.  This paragraph should be rewritten to focus on the applicability of the Description layer of the DRM structure which is inline with the preceding two paragraphs.

36. On page 18, the figure is not labeled or numbered.

37. On page 18, the figure is not explained or called out in the text.

38. On page 19, the figure is labeled “Figure 6” which leaves out the previous figure thus this should be labeled “Figure 7”.

39. On page 19, the first paragraph mentions XML Schemas and an XML registry but this should be broadened to include all metadata and a metadata registry.  Special emphasis should still be given related to XML schema in accordance with its primary role (in both the federal and commercial space) for information exchange.  This is the same strategy the department of homeland security is pursuing.

40. On page 19, the second paragraph uses the word “classify”.  Please refer to a previous comment on this.

41. On page 20, the phased development of the DRM should include the additional volumes suggested above.  I agree with the phased approach.

42. On page 20, in the section entitled, “What the DRM is Not” the first sentence is ambiguous but the second and third paragraphs are excellent.  The first sentence states, “The DRM is not a government-wide data model; it is a reference model.”  This sentence needs clarification because the DRM certainly does levy requirements on the structure of data and can be included in the category of a model.  I recommend relating this to the Object Management Group’s distinction between different levels of modeling in their Model-Driven Architecture (MDA).

43. On page 21 (last page), the section on “Vision for the Future” is excellent.

These comments should not in any way hold up publication of this draft.  Dialogue and debate is good as long as we define a working group and process to aggressively work through the issues in the draft and drive towards a 1.0 release.  In fact, publishing the draft for public comment now is important to collect the full range of issues to resolve (including the ones above) by a working group just as is done in the W3C recommendation process.


For questions on these comments or clarification of any items please contact Michael Daconta at michael.daconta@dhs.gov or via phone at (202)692-4340. 
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