Collaborative Expedition Workshop #77, October 7, 2008

National Science Foundation  

Exploring the Virtual Organization Landscape:

Cyberinfrastructure Readiness for Emergency Response

Workshop Purpose  

This workshop will explore the emerging cyberinfrastructure landscape for light-weight 

virtual organizing, simulation, and emergency communications exchange capabilities, including how to advance conducive conditions for national preparedness.  Building on best practices from international disaster preparedness standards to on-going state and local efforts, participants will have the opportunity to learn and contribute to this on-going challenge of unprecedented scale, complexity, and significance to national health and security. Participants will explore how simulated "practice & high-performance readiness hubs" are built on credible commitments and foresight from multiple forms of expertise. Such commitments, expressed in open standards, enable coherent, yet comprehensive visual and auditory information flows. This collective communications and discernment capacity outperforms "command and control-only" organizing. 

The impact of open standards for national readiness at both strategic and solution levels will be highlighted by examining the forces, timing, and artifacts by which transformative standards emerge. How can early lessons from these intensive, rapid action, and high performance settings, anticipate and influence the pace in which similar transformative improvements in mission delivery of non-emergency public services can be realized, across levels of government? 

This workshop also builds on related Collaborative Expedition workshops held in 2008: 

1. The Power of Story and Open Standards in National Preparedness, February 19, 2008 

2. Exploring Identity Management: Global Landscape and Implications for Stakeholder Engagement Around the National Response Framework, April 30, 2008, in conjunction with Interoperability Week at NIST 
(See workshop archives at: http://colab.cim3.net/cgi-bin/wiki.pl?ExpeditionWorkshop)
Agenda  

9:00 a.m. - Check-in and Coffee 

9:15 a.m. - Welcome and Introductions 
Susan Turnbull, GSA and Co-chair, Emerging Technology Subcommittee and Co-Chair, Social, Economic and Workforce Implications of IT CG 

Richard Spivack, NIST and Co-chair, Emerging Technology Subcommittee 

9:30 a.m. - Who is Here and Who is Missing?  What is your Sense of Purpose in Relation to the Overall Workshop Goals? 

10:10 a.m. - Role and Implications of Modeling and Simulation for Emergency Preparedness, Charles McLean, NIST  

10:55 a.m. - Building the Virtual Cyberinfrastructure 

Loosely Coupled Emergency Services in a SOA: Demonstration and Presentation of Emergency Response Scenarios based on 2006 California Golden Guardian Exercise and 2008 Northern California Silver Sentinel Exercise: 
 Integrated Response Service Consortium (IRSC), Rex Brooks   

Golden Gate Safety Network's Common Operating Picture, David Coggeshall 

Implementation of OASIS Common Alerting Protocol v1.1 & SOA Registry, Adam Humphrey, Scalable Architecture, http://www.yourglobalgrid.com/ 

NIST's Exercise Control System, Charles McLean NIST, and Guillaume Radde, NIST   

Introduction to Implementations of OASIS Emergency Data Exchange Language 

Resource Messaging v1.0 Specification EDXL-RM, Rex Brooks
Emergency Response Management System Prototype - Alessandro Triglia, Member of OASIS Emergency Management Technical Committee, Member of Messages and Notification Subcommittee, Editor of OASIS EDXL-RM v1.0 - OSS Nokalva.  

Integrated Open Source Application of EDXL_RM - Rex Brooks, Member of OASIS Emergency Management Technical Committee, Co-Chair of Messages and Notification Subcommittee, Editor of OASIS EDXL-RM v1.0 
11:45 a.m. - Ongoing Efforts: Adding Building Information Model (BIM) Resources and BIM Storm-style Visualization and Information Delivery Systems to the Common Operating Picture also Adding Metrics and Analytics and Looking Forward to Focusing on Emergency Healthcare, Michelle Raymond
12:05 p.m. - The Role of Emerging Open Standards in the National Response Framework: a Report on Ongoing Work, Rex Brooks  

12:30 noon - 1:30 p.m. - Networking Lunch 

1:30 p.m. - On the Intersection of Behavior and Technology: Information Flow Impediments in Katrina Relief Efforts, Jamison M. Day, Ph.D., Bauer College of Business at the University of Houston  

2:15 p.m. - BREAK 

2:40 pm - Break Out Sessions 

 What Works? 

 What Doesn't Work? 

 What do We Need to Create? 

 What do We Need to Know? 

3:40 pm - Report Out and Discussion 

4:30 pm - Wrap-up and Adjourn 
 (See workshop archives at: http://colab.cim3.net/cgi-bin/wiki.pl?ExpeditionWorkshop)
Workshop Questions  

 1. What aspects of national preparedness will most benefit from coordination that includes open dialogue in public settings? 

 2. How do we create commonly understood problem representations and simulations to help multiple disciplines and geographic regions build capacity for joint action? 

 3. How can the right information and information structures support effective problem representation? 

 4. How can critical information from multiple sectors and domains be right "at hand", "in place", and appropriately accessed, when needed? 

 5. How can effective roles and responsibilities be established for a myriad of professionals from multiple settings who need to respond to uncertainties with effective collaboration in an ever-expanding, data and information-rich world? 

 6. What is the role of business narratives in advancing the shared understanding and governance required to mitigate risks? 

 7. How can effective narratives be assembled and presented for large-scale learning exercises and effective communications in real situations? 

 8. How can the artifacts of large-scale learning exercises and real events be preserved with sufficient integrity relative to provenance, completeness, and bias to leverage continuous improvements in readiness? 

 9. How can problem representation and knowledge emerging from multi-disciplinary efforts (e.g. public health, emergency management, public utilities, and critical infrastructures) be validated and valued as national assets? 

 10. What are the weakest links relative to the unprecedented scale and mix of people, process, and technology and how can they be remediated? 

 11. Can we see in the future of creative collaborative efforts (e.g. public health, urban planning, disaster management) a future that transcends what has passed? 

 12. What concrete steps are presently possible toward this future, including what institutions have a shared mission for improved law, science, innovation, and public policy as reflected in their strategic plans? 

 http://xml.gov/stratml/index.htm See 100 strategic plans rendered in Strategy Markup Language for ease of discovery, understanding, and comparability 

 13. What are the current and future contributions of light-weight aggregator tools for advancing discovery, shared understanding, and organizing that scales across individuals, communities of practice, and institutions? How can these tools help us be individually accountable for collaborative actions relative to shared purpose? Examples in use by this workshop community include: wiki namesake pages,http://et.gov Emerging Technology Life-cycle process and http://xml.gov/stratml/index.htm Strategy Markup Language (StratML) 

 14. How could ''lightweight semantics'' complement open format, robust storage, and fluid search to help integrate disparate information sources that support better national preparedness? 

 15. How could authoritative versions of existing policies, regulations, and legal procedures currently in place, be complemented by a "collective wisdom" version in order to broaden opportunities for suggested improvements, harmonization across boundaries, and creation of "synthetic" documents for easier comparison and constrast across institutions? 

 16. How can public policy stakeholders tap Web 2.0 "build to share" principles being advanced by forward-looking information stewardship organizations in order to broaden common understanding of multi-faceted aspects of national/ global challenges and accelerate discovery of exemplary practices? 

 a) Digital data and information communities advancing sound approaches for electronically stored information. Examples include librarians, curators, web content managers, ontologists, researchers, artists, historians, data managers, and records managers. 

 b) Open Standards bodies and consortia 

 c) Universities and university consortia 

 d) International stewardship associations 

 e) Virtual organizations 

 17. How do we build from the best of past experiences and also draw upon generational differences and cyberinfrastructure opportunities in a manner that reinforces strengths? (e.g. tap software engineering techniques – fine grained recording of “Who did what” transparency at the  code level) 

 18.  How do we provide the right sets of information flowing into and out of "what if" mission-policy simulations, etc. so understanding flows broadly even when the learning is experiential? 

 19. What are the conducive conditions for the creativity and governance needed among networked emergency response communities so results and implications flow in a timely manner into legal, public policy, and public preparedness channels? 

 20. If information-flow impediments across domains are similar, would solutions likewise be similar? 

 21. If solutions are similar across domains and an overall architecture emerges, what metrics do we need to provide analytical accountability and close the IT transactional lifecycle (cybernetic feedback loop) for continuous improvement? 

