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Executive Summary

The Clinger-Cohen Act (CCA) of 1996 requires agencies to use a disciplined Capital Planning and Investment Control (CPIC) process to acquire, use, maintain and dispose of information technology (IT).  It also encourages the use of performance- and results-based management of these investments.  The Federal Acquisition Streamlining Act requires that IT investments be tied to mission and strategic goals, have cost, schedule and performance goals; and achieve on average 90 percent of these goals.  
Treasury’s CPIC process is a dynamic process in which IT investments are selected and then continually monitored and evaluated to ensure each chosen investment is well managed, cost effective, and supports the mission and strategic goals of the organization.  

Recognizing both the importance of IT investments to the organization and its role in supporting the success of these investments, Treasury’s Office of the Chief Information Officer (OCIO) is engaged in an on-going effort to establish, maintain, and actively support the IT investments’ analysis and decision-making environment.  This environment consists of three key components: a repeatable process, supporting tools, and executive decision-makers:

· Processes – Capital Planning and Investment Control (CPIC) is Treasury’s primary process for making decisions about which IT initiatives and systems Treasury should invest in and creating and analyzing associated rationale for these investments. 

· Tools – The primary tool for IT portfolio and investment management is the Treasury IT Portfolio Management Tool.  This web-based tool is used to support Treasury investment decision-making and IT investment submissions to OMB.  The OCIO maintains and supports the Tool.

· Executive decision makers – Consists of two executive review bodies – the Treasury Investment Review Board (TIRB) and the Treasury Executive Investment Review Board (E-Board), both of whom oversee the process and are primary stakeholders in the success of the Department.

The trend of Treasury’s portfolio has been upward over the years.  Moderating this growth and ensuring that sound investment decision-making is done throughout the investment lifecycle is key to continued support and management of Treasury’s IT assets.

THIS GUIDE

The Treasury Information Technology (IT) Capital Planning and Investment Control (CPIC) Policy Guide identifies the processes and activities necessary to ensure that Treasury’s IT investments are well thought out, cost effective, and support missions and business goals of the organization.  It is based on guidance from both the Office of Management and Budget (OMB) and the Government Accountability Office (GAO) and incorporates “lessons learned” from Treasury’s self-scoring iterations.  

At the highest level, the CPIC process is a circular flow of Treasury’s IT investments through the following four sequential phases:

· Pre-Select Phase – Executive decision-makers assess each proposed IT investment in terms of how it supports Treasury’s mission and strategic objectives.  Project Managers compile information necessary for supporting a proposed investment.

· Select Phase – Investment analyses are conducted and the TIRB and then E-Board chooses those IT investments that best support the mission of the organization and Treasury’s approach to enterprise architecture.

· Control Phase – Treasury ensures, through timely management oversight, quality control, and executive review, that IT initiatives are developed and executed in a disciplined, well-managed, and consistent manner.

· Evaluate Phase – After the system or investment has been implemented and becomes operational (or after the roll-out of a major functionality), actual results are compared to expectations to assess investment performance. The goal of Evaluate is to gather lessons learned and identify potential candidates for modification, acceleration, replacement or retirement.
All four phases are structured in a similar manner using a set of common elements.  These common elements provide a consistent and predictable flow and coordination of activities within each phase.  Beyond the detailed CPIC process and activity description, this Guide also provides:

· A link to Treasury’s mission, strategic goals and objectives, as well as Bureau-specific strategic goals -- http://www.treas.gov/offices/management/budget/planningdocs/treasury-strategic-plan.pdf  

· A link to the all Treasury CPIC policy guides located at the CPIC Resource Center website https://hqapps.treas.gov/CPICResourceCenter/ (in the Treasury CPIC Policies & Guides folder):

· IT CPIC Policy Guide

· Alternatives Analysis Policy Guide

· Earned Value Management Policy Guide
· Risk Management Guide
· Baseline Change Request Policy

· An overview of Treasury’s Information System Life Cycle (ISLC) Directive and a link to the companion ISLC Manual – see Appendix A
· Reference to Treasury’s IT Security program and policies – see Appendix B

· References and guidance on how to:

· Prepare a business case – go to the CPIC Resource Center website https://hqapps.treas.gov/CPICResourceCenter/ and click on Exhibits 300/53. 
· Assess and Document Project Manager (PM) Qualifications -- see Appendix C
· Manage IT projects – see Appendix D
· Develop performance measures for IT projects – see Appendix E

· Internal Exhibits 300 – See Appendix F
· Correctly characterize investment milestones as either Development, Modernization or Enhancement (DME) or Steady State (SS) -- see Appendix G

· Close or merge major IT investments – see Appendix H

· Policy and information on Treasury’s Internal Watch List -- see Appendix I
· A list of references used to create this document – see Appendix J
Chapter 1 -- Introduction

PURPOSE 

This Guide outlines the Department of the Treasury’s Information Technology (IT) Capital Planning and Investment Control (CPIC) process as envisioned in the Clinger-Cohen Act of 1996, the Office of Management and Budget’s (OMB) Circular A-130 (Management of Federal Information Resources) and other related guidance and regulations.

The goal of this Guide is to establish and maintain long-range strategic planning and a disciplined budget process as the basis for efficient management of Treasury’s IT Investment Portfolio.  The processes are designed to promote informed decision making with timely oversight and executive review.  This will enhance the ability of the Treasury to achieve Bureau missions and performance goals with the lowest lifecycle costs and the least risk.

This Guide describes which activities occur during the Pre-Select, Select, Control, and Evaluate Phases, the individual(s) responsible for performing these activities, when the activities are initiated, when they need to be completed, procedures to be followed and expected results.  It will be updated on a periodic basis to reflect “lessons learned” and changes in Treasury, legislative and OMB guidelines.

LEGISLATIVE BACKGROUND AND ASSOCIATED GUIDANCE
Several statutes focus on improving the mission efficiency and effectiveness of federal agencies by streamlining their operational and management practices.  These laws include:

· The Chief Financial Officers Act of 1990 (CFO)
· The Government Performance and Results Act of 1993 (GPRA)

· The Federal Acquisition Streamlining Act of 1994 (FASA)

· The Paperwork Reduction Act of 1995 (PRA)

· The Clinger-Cohen Act of 1996 (CCA)

· The Government Paperwork Elimination Act of 1998 (GPEA)

· The Federal Information Security Management Act (FISMA)

· The E-Government Act of 2002 (P.L. 107-347)

This Guide is based on the IT aspects of these laws and focuses specifically on the CCA requirements which require a structured CPIC process to systemically maximize the benefits of IT investments.  The CCA specifically states:

· “The Head of each executive agency shall design and implement in the executive agency a process for maximizing the value and assessing and managing the risk of the information technology acquisitions of the executive agency.”

·  “The process shall: 
1. Provide for the selection of information technology investments to be made by the executive agency, the management of such investments, and the evaluation of the results of such investments; 

2. Be integrated with the processes for making budget, financial, and program management decisions within the executive agency;

3. Include minimum criteria to be applied in considering whether to undertake a particular investment in information systems, criteria related to the quantitatively expressed projected net risk adjusted return on investment and specific quantitative and qualitative criteria for comparing and prioritizing alternative information systems investment projects;

4. Provide for identifying information systems investments that would result in shared benefits or costs for other Federal agencies of State or local governments;

5. Require identification of quantifiable measurements for determining the net benefits and risks of a proposed investment; and,

6. Provide the means for senior management to obtain timely information regarding the progress of an investment, including a system of milestones for measuring progress, on an independently verifiable basis, in terms of cost, capability of the system to meet specified requirements, timeliness, and quality.”
GOVERNANCE PROCESS

IT governance provides the framework for decision-making and accountability required to ensure IT investments meet the strategic and business objectives of the Department in an efficient and effective manner.  Two Department-level review boards have been established to provide executive oversight to Treasury’s IT investment planning and management and ensure compliance with the guidance from Congress, OMB, and the General Accountability Office (GAO):

1. Treasury Executive Investment Review Board (E-Board) 

2. Technical Investment Review Board (TIRB) 

Figure 1 illustrates the framework by which the Governance bodies function and manage IT investments at the Treasury. 
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Figure 1: Governance Framework

SCOPE

It is expected that each Treasury Bureau will have a CPIC process to manage its own IT portfolio. The Treasury Office of the Chief Information Officer (OCIO) will only review investments that have been selected by the Bureaus through their respective CPIC processes.  Bureaus are expected to have pre-select and select processes at the Bureau-level where funding requests are examined, evaluated and selected through an objective process before submitting IT investment requests through the Bureau’s Chief Financial Officer organization to the Treasury OCIO, the TIRB and ultimately to the E-Board. The Bureaus must also have processes in place for managing the acquisition phase of funded investments and providing timely reporting for the TIRB and E-Board Control reviews.  Bureaus are encouraged to conduct periodic portfolio evaluations and develop processes to support the TIRB and E-Board reviews. 
All Treasury IT investments must comply with this Guide. The processes described represent the overarching framework with which all Bureau processes must comply and integrate.  Bureau processes must support the overall Treasury process and cannot be contradictory to this Guide. 

Periodic TIRB and E-Board reviews will be focused on IT investments that are defined as “major” strategic investments for the Treasury. The TIRB and E-Board may also choose to periodically conduct portfolio level reviews of the non-major IT investments.  In addition, the Treasury CPIC Team or the TIRB may conduct random audits of selected investments in the non-major IT portfolio. 

The thresholds for an investment to be considered “major” are described in the following section.

GOVERNANCE AND INVESTMENT PRINCIPLES

In developing Treasury’s vision for Capital Planning and Investment Control, the following metrics will be used to measure the overall health and status of Treasury’s business cases, and assist in our decision-making and governance of Treasury’s IT investment portfolio:

1. The 10 Investment Principles (see Table 1: Investment Principles)

2. Benchmarks for key measurement areas, including:

a. Enterprise Architecture

b. Budget Growth

c. Portfolio Risk

d. Portfolio Value

e. Cost and Schedule Health

f. Strategic Alignment

Applying these metrics to each major IT investment will result in well-developed business cases being placed on a “Model E-300 List” and poorly performing investments placed on a “Watch List.”  Investments on the Watch List will require corrective action plans. 

The table describes each of the Investment Principles in detail.  More importantly, it lists a series of key questions that need to be asked in order to address each Principle.

Table 1: Investment Principles

	Investment Principle
	Description/Key Questions

	 1. Ensure that project clearly supports Bureau and department strategic objectives.
	· Does the project align to one of Treasury’s critical Key Business Objectives (KBO) and strategic goals?

· Is the portfolio of Treasury investment s more heavily aligned to one KBO?

· Does Treasury need to maintain or modify this distribution? 

	2. Ensure IT assets are secure and comply with FISMA requirements. 
	· Is the level of investment IT security for each investment and for the portfolio appropriate given the assessment of security health and compliance? 

· What is the increase in IT Security spending? Can this increase be justified? Has the investment been through Certification & Accreditation (C&A)? What is date of last C&A?  Does it have a recent Security Plan?

· Was it on the OMB “Watch List” last year?

	3. Consolidate duplicative initiatives under a lead investment for a line of business. 

 
	· Are there duplicative systems that support the same sub- functions?

· What percentage of systems have overlapping functions?  

· Does Treasury need to maintain or modify this distribution?

	4. Evaluate the level of growth in steady-state investments.

 
	· Given Treasury’s strategic objectives, what is the appropriate % investment in the steady state portfolio?

· What is the required level of growth in the steady state portfolio to achieve this distribution?

	5. Moderate the level of growth in development IT investments. 
	· Given Treasury’s strategic objectives, what is the appropriate % investment in the Development portfolio?

· What is the required level of growth in the Development portfolio to achieve this distribution?

	6. Ensure that project risk levels are managed, and alternatives are considered for high risk projects.
	· Are all 19 OMB mandatory risk areas addressed?

· Do all identified risks have current mitigation plans?

· Do these investments have viable alternatives?

	7. Ensure that IT investments are returning value to the taxpayer and the government. 
	· Are the Return on Investment (ROI) and benefits calculations complete and supportable?

· Is the ROI negative or positive?  What is the NPV for the project?

· Does the project provide a mission-critical function or one that is mandated by legislation?

	8. Ensure that current investments are meeting cost, schedule and performance goals. 
	· Is the cost or schedule variance over or under budget by more than 10%?

· How does the cost estimate from the project compare to the summary of spending requested in the budget?

· Has the project been re-baselined in the past two years?

· Have assets in the planning or acquisition stages completed a full EVM analysis?   Have assets in the steady state and mixed life stages completed an operational review?

	9. Validate that investments’ Project Managers have requisite skills to manage projects. 
	· What % of investments comply with OMB’s PM capabilities requirements?

· For those projects that do not comply, are the risks high?  Are cost and schedule variances within the acceptable range?  Does this comply with FISMA requirements?

	10. Drive infrastructure purchases through enterprise agreements.
	· What enterprise agreements exist for large, shared infrastructure investments?  Shared services?

· What % of the Treasury portfolio is using these agreements? For those that are not, has the appropriate justification/decision been presented to the TIRB?


THRESHOLDS FOR MAJOR IT INVESTMENTS

Major IT investments are those that meet at least one of the following criteria.  Projects that do not meet at least one of these criteria are considered “non-major” investments.  

· OMB-Specific Criteria (per OMB Circular A-11):

· Requires special management attention because of its importance to the mission or function of the agency, a component of the agency or another organization;

· Is for financial management and obligates more than $500,000 annually;

· Has significant program or policy implications;

· Has high executive visibility; 

· Has high development, operating, or maintenance costs; or

· Is defined as “major” by the agency’s capital planning and investment control process.

· Treasury-Specific Criteria:

· Total lifecycle costs exceed $50 million; 

· Has an annual budget of $5 million or higher; or,

· Significantly impacts more than one Bureau.

ROLES AND RESPONSIBILITIES 

The following decision-making bodies and personnel have been assigned the responsibilities described below.
E-Board – The Treasury Executive Investment Review Board (E-Board) is the governing and approval body responsible for ensuring that proposed investments (both IT and non-IT) meet Treasury strategic, business, and technical objectives.  The E-Board is chaired by Treasury’s Deputy Secretary, co-vice-chaired by the Treasury Chief Information Officer (CIO) and the Assistant Secretary for Management (ASM), and staffed by the Bureau Heads.  All decisions made by the E-Board are final.  [The E-Board Charter is located on the Treasury CPIC Resource Center website.  Go to https://hqapps.treas.gov/CPICResourceCenter/ and click on CPIC Governance.]
TIRB – The Technical Investment Review Board (TIRB) recommends policy for CPIC, shared infrastructure, enterprise architecture and security. The TIRB makes recommendations on technical and funding matters to the E-Board. It also conducts periodic reviews of the portfolio and key investments. It is responsible for evaluating potential and existing major investments for adherence to Department and OMB capital planning criteria, and for technical feasibility. It also assesses alignment of investments with Treasury Architecture and procurement standards. The TIRB is chaired by the Treasury CIO and composed of all Bureau CIOs.  [The TIRB Charter is located on the Treasury CPIC Resource Center website.  Go to https://hqapps.treas.gov/CPICResourceCenter/ and click on CPIC Governance.]
IT Governance Sub-Councils – These TIRB subordinates provide input on developing Treasury-wide standards for CPIC, enterprise architecture and security and act as liaisons between the OCIO and the Bureaus to communicate and assist with the implementation of standards and guidelines. They also play an active role in providing tool configuration requirements.  The CPIC Sub-Council supports the TIRB by providing leadership in formulating and implementing CPIC policies and programs in the Department, providing a forum for Bureaus to discuss CPIC issues and requirements, and making recommendations to the TIRB.

Treasury CPIC Team – The Treasury CPIC Team is comprised of Treasury Chief Information Officer personnel and is responsible for investment management oversight of the CPIC process.  The CPIC Team develops Bureau level IT portfolio expertise and provides input and recommendations to the Bureaus, Treasury’s CIO and the TIRB.  Members of the Team, known as Desk Officers, may be responsible for oversight of one or more Bureaus and serve as the Bureau CPIC Coordinator’s primary point of contact, responsible for scoring Exhibits 300 and coordinating information sharing with the Departmental budget office and other Critical Partners.

Critical Partners – Support the CPIC Team by providing subject matter expertise on topics such as security, acquisition strategy, technical feasibility, enterprise architecture (EA), business case scoring, and budgeting.

Bureau Heads – Serve on the E-Board and in addition to responsibilities relating to the E-Board, the Bureau Heads are responsible for all CPIC documentation transmitted to the Treasury CPIC Team on behalf of the Bureau.

Business Owner – Senior level executive within the applicable mission area or Bureau responsible for providing executive sponsorship of the investment.

Project Manager – Responsible for successful management and completion of the IT investment. The project manager (PM) is also responsible for tracking the project plan against the baselines and providing updated cost, schedule and performance information required to support the Control process.

Bureau CPIC Coordinator – Serves as the Bureau’s single point of contact to the Treasury CPIC Team.  The Bureau CPIC Coordinator passes along information, instructions, and due dates to the Bureau’s IT investment PMs and coordinates all IT-related Bureau input to the Bureau’s Chief Financial Officer organizations and the Treasury CPIC Team.  For more information about the Bureau CPIC Coordinator’s roles and responsibilities, go to the Treasury CPIC Resource Center website (https://hqapps.treas.gov/CPICResourceCenter/) and click on CPIC Governance.  

PROCESS OVERVIEW


[image: image3]
Figure 2: Process Overview
The CPIC process is a fluid and dynamic process in which proposed and on-going investments are continually monitored throughout their lifecycles.  [See Treasury Directive, TD 84-01, “Information System Lifecycle (ISLC)” for further information located at http://www.treas.gov/regs/td84-01.htm.]  Successful investments and those that are terminated or delayed are evaluated both to assess the impact on future proposals and to benefit from any lessons learned.  The CPIC process consists of four phases -- Pre-Select, Select, Control and Evaluate.  As detailed in this Guide, each phase contains the following common elements:

· Purpose - Describes the objective of the phase;

· Scope – Describes the type of investments and decisions on which the phase is focused; 

· Entry Criteria - Describes the phase requirements and thresholds for entering the phase;

· Process - Describes the type of justification, planning, and review that will occur in the phase; and,

· Exit Criteria - Describes the actions necessary for proceeding to the next phase.

Fulfilling the requirements of one phase is necessary before beginning a subsequent phase.  Each phase is overseen by the E-Board, which ultimately approves or rejects an IT investment’s advancement to the next phase. This ensures that each investment receives the appropriate level of managerial review and that coordination and accountability exist.  Exceptions to CPIC requirements must be identified in the IT investment project plan.

Treasury Bureaus and staff offices that have IT investment proposals meeting the “major” IT investment criteria should prepare an investment proposal according to the guidelines provided in this document. The proposal’s length and level of detail should be commensurate with the system’s size or impact. These proposals will enter the CPIC process. They will be analyzed by the TIRB for quality and conformance to policies and guidelines, and reviewed against the applicable strategic investment criteria.  The TIRB prepares a brief investment summary, an investment analysis and a recommendation that is sent to the E-Board for review and approval/disapproval action.  Approval, if granted, is an approval of concept, indicating that the Bureau or staff office has done the preparatory work necessary to fully justify the investment, and has the mechanisms in place to manage the investment through acquisition, development, implementation, and operation. The investment must still compete for funding through the budget process. 

PROCESS COORDINATION  

Approved investments must move through the CPIC processes to obtain investment funding. The Bureau is responsible for preparing its IT budget, coordinating with its Chief Financial Officer organization and the Treasury Office of the Chief Information Officer.
CPIC CONTACT INFORMATION

The Capital Planning and Investment Control (CPIC) process is primarily supported and maintained by Treasury’s Office of the Chief Information Officer (OCIO).  For further information about this Guide or the CPIC process, the Treasury CPIC Team and Bureau CPIC Coordinator contact information, please see Treasury’s CPIC Resource Center website at https://hqapps.treas.gov/CPICResourceCenter/.
Chapter 2 -- Pre-Select Phase

PURPOSE

The Pre-Select Phase is the annual process by which potential new major IT investments are short-listed for inclusion in the next formal budget request.  During this phase, the Business Owner documents the business need for the investment and describes its anticipated alignment with Bureau, Treasury, E-Gov, and the President’s Management Agenda (PMA) strategic goals.  Ultimately, the goal is to aid the Bureau and Departmental executives in determining the new investment’s potential for subsequent inclusion in the Treasury IT Investment Portfolio.

This chapter provides guidance on how Bureaus will implement the Pre-Select process, and details the threshold of data quality and completeness that should be met before an investment is promoted for Departmental review.  It also defines the governance for evaluating investments and which investments are reviewed by the Department during this phase.

SCOPE
The Pre-Select process applies to new IT programs and investments seeking funding in the upcoming budget year.  Whereas Treasury Bureaus have exclusive responsibility for the Pre-Selection of non-major IT investments within their respective Bureaus, only major IT investments will be promoted through the Pre-Select process and reviewed at the Departmental level.  
Once a Bureau has promoted a new major IT investment to the Department for review, the Treasury CPIC Team reviews and validates the Pre-Select data and passes on its assessments and recommendations to the TIRB who, in turn, provides recommendations to the E-Board.  This will be a pass-fail assessment of what investments should continue into the Select Phase based on strategic alignment, a high-level business need justification, and a determination that an investment is not a duplicate or redundant investment.  

ENTRY CRITERIA

Prior to entering the Pre-Select Phase, a Bureau identifying a potential new major IT investment must conduct its own Pre-Select process, complete the Pre-Select form and promote it to the Departmental level.  

PROCESS

In the Pre-Select Phase, Bureaus complete the Pre-Select Business Justification form using the Treasury IT Portfolio Management Tool to determine which investments will be promoted for review to the Department level for review.  NOTE:  Where common elements exist between the IT Portfolio Management Tool forms, the information provided on the Pre-Select form will be inserted into other forms to reduce data entry requirements.

The Pre-Select Business Justification form solicits information via four tabs: 

· Summary Information (e.g., investment name and description, key personnel, explanation of the business need and key functionality of the proposed investment)

· Supporting Information (e.g., CPIC status including which Bureau governance reviews have been completed, key assumptions)

· Alignment to e-Gov, PMA, Treasury, Bureau, and IT Goals

· Alternatives and External Impact

Once the Bureau promotes the proposed new investment for Departmental review, the Treasury CPIC Team, in conjunction with the Treasury OCIO Security, President’s Management Agenda (PMA) and Enterprise Architecture (EA) staffs, will evaluate it according to the following criteria before making its recommendations to the TIRB:

· Does the investment align with specific Bureau, Treasury, E-Gov, IT, or PMA strategic goals? 

· Is the investment a potentially redundant investment or have overlapping functionality with another investment within the Bureau or elsewhere within Treasury?  The Treasury OCIO Enterprise Architecture (EA) staff will use alignment information, the description of the project, and functionality provided by project to identify proposed investments that are potentially redundant or duplicative.

· Has the functionality and business need been clearly defined?

· Has the investment been reviewed for interoperability with cross-cutting systems (if applicable)?

For more detailed, process-oriented information about the Pre-Select process, refer to the Treasury CPIC Resource Center website located at https://hqapps.treas.gov/CPICResourceCenter/ and click on Pre-Select Phase. 

EXIT CRITERIA 

Once the Treasury CPIC Team makes its recommendation to the TIRB, the TIRB makes its recommendation to the E-Board to either adopt or deny the proposed new investment.  After the E-Board makes its decision, the Treasury CPIC Team key-enters the E-Board decisions on the Summary tab of the Pre-Select Business Justification form.  For major IT investments, the Bureau then prepares the two Exhibit 300 forms (Analysis Worksheet and Complete) and the Exhibit 53 Data Call and FEA Data Conversion forms.  For non-major IT investments (which have gone through the Bureau’s internal Pre-Select process), the Bureau prepares the required Exhibit 300 (Non-Major), Exhibit 53 Data Call and FEA Data Conversion forms.  
Chapter 3 -- Select Phase 

PURPOSE 

Select is the process by which new and existing major IT investments are annually screened, scored and selected for inclusion in the Treasury IT Investment Portfolio.  In the Select Phase, Treasury ensures that only IT investments that best support our mission, Investment Principles and approach to enterprise architecture are chosen and prepared for success (i.e., have a good project manager, are analyzing risks, etc.). The process aims at providing a selection of technically and financially sound investments that are best aligned with the President’s Management Agenda (PMA) and Treasury and Bureau business priorities. 
The Select process provides a framework for investments to be selected in an objective and consistent manner and reviewed at the appropriate level of authority. Each investment is systematically scored using objective criteria and metrics based on the 10 Investment Principles and the investment is ranked and compared to other investments.  Both the quality of the business case, and the value provided by the investment relative to others in the portfolio, are evaluated during Select. 

SCOPE

The Select process applies to both new and existing major IT investments seeking funding in the upcoming budget year.  Bureaus are responsible for conducting their own Select process for all non-major IT investments.  

The Treasury CPIC Team validates that all data is complete, scores each investment based on the 10 Investment Principles, and submits its findings and recommendations to the TIRB.  The TIRB considers the scoring results and provides its recommendations to the E-Board.  The E-Board then selects which investments will be included in the Treasury IT Investment Portfolio that is ultimately submitted to OMB.

PORTFOLIO MANAGEMENT

To support Treasury’s portfolio management efforts, assessors should consider new IT investments in the context of the entire portfolio.  An acceptable ratio of high, medium, and low risk investments should be included in the portfolio to achieve organizational objectives and future needs.  The balance between the various risks of the technical, operational, financial and organizational components is part of portfolio selection.

The E-Board considers the ratio in different categories of investments based on functionality.  Additionally, the E-Board takes a strategic view in making its decisions.  This view:

· Uses a broad understanding of the environment and Treasury’s need in identifying which investments produce the maximum results per the Clinger-Cohen Act.

· Considers public and Congressional interest in IT investment decisions.

· Determines which investments are of particular interest to the Department through its strategic goals and policies, the Administration and Congress.

· Considers Enterprise Architecture and e-Government.

· Considers the impacts of not selecting the investment.

· Evaluates mandatory investments in terms of the overall portfolio and whether the investment must be made now or in the future.

· Considers whether the investment meets minimum legal requirements, or goes beyond legal mandates, leading to potentially unnecessary costs.

ENTRY CRITERIA

Prior to entering the Select Phase, IT investments must have obtained executive approval to exit the Pre-Select Phase – non-major investments receive this approval from the sponsoring Bureau executive leadership and major IT investments receive approval from the E-Board.  Sponsoring Bureaus must have completed the requisite forms, as detailed in the EXIT CRITERIA section of the Pre-Select Chapter. 

PROCESS

The investment Project Manager (PM) is responsible for providing the information necessary for an investment to be promoted for Treasury review in the Select Phase.  The Select information requirements are fulfilled by the PM completing the Select form using the Treasury IT Portfolio Management Tool.  The information collected and evaluated builds on the information collected in the Pre-Select phase, with a focus on ensuring all 10 Investment Principles are met.  

Once the Project Manager has completed the Select form, s/he promotes the investment for Department level review.  The Treasury CPIC Team, in conjunction with Treasury Security, President’s Management Agenda and Enterprise Architecture staffs, then scores the investment based on how closely the investment aligns to Treasury’s 10 Investment Principles.  A Total Investment Select Score is then system-calculated as the sum of the scores for each Investment Principle.  This scoring process is separate and distinct from the OMB scoring of Exhibits 300.

For more detailed, process-oriented information about the Select process, refer to the Treasury CPIC Resource Center website located at https://hqapps.treas.gov/CPICResourceCenter/ and click on Select Phase. 

EXIT CRITERIA
After all major IT investments are scored, the Treasury CPIC Team reports its findings to the TIRB who then provides its recommendations to the E-Board.  The E-Board makes the final determination as to which investments will be included in the final Treasury IT Investment Portfolio. Investments do not technically exit the Select Phase until they are terminated since they must be re-selected annually.

Chapter 4 -- Control Phase 

PURPOSE

The objective of Control is to ensure, through timely oversight, quality control, and executive review, that IT investments are managed in a disciplined and consistent manner.  The Control Phase is characterized by the Treasury OCIO sponsoring quarterly Control Reviews which focus on ensuring that projected benefits are being realized, cost, schedule and performance goals are being met, risks are minimized and managed, and the investment continues to meet strategic needs.  These reviews promote the delivery of quality products and result in investments that are completed within scope, on time, and within budget.  

SCOPE

The Control process applies to all IT investments and includes both major and non-major investments. 

PORTFOLIO MANAGEMENT

In addition to evaluating the individual IT investments, the TIRB and E-Boards will also conduct reviews of the overall Treasury IT Investment Portfolio to evaluate the alignment, health and risk of the Portfolio as the selected investments move through the acquisition cycle.  

ENTRY CRITERIA

All selected
 IT investments go through the Control Phase on a quarterly basis.  

PROCESS

Major IT Investments
As an IT investment exits the Pre-Select Phase, the Project Manager (PM) establishes milestones against which performance is measured throughout the Control Phase.  Bureaus are expected to uphold these milestones as OMB holds agencies responsible for meeting milestones as originally indicated in the baseline.  During Control, the PM gathers cost and schedule data, updates performance measures, revisits risks and PM data, and updates the security status. The ability to adequately monitor IT investments relies heavily on effective project management.  

The Treasury CPIC Team maintains a Control Review schedule for all of Treasury’s IT investments via its annual CPIC Calendars posted on the Treasury CPIC Resource Center.  Quarterly Control data calls are issued by the Treasury CIO to the Bureau CIOs.  Project Managers are required to certify the accuracy of the quarterly EVM and performance data and the Bureau CIOs concur.  The Treasury CPIC Team evaluates the data and provides feedback to the Bureaus who are then given an opportunity to remediate missing or erroneous data. The TIRB is presented with the quarterly Control Review results and recommends corrective actions as appropriate. The E-Board reviews investments at its discretion or if the cost, schedule, or performance varies more than ten percent from expectations. E-Board reviews are based on factors including the strategic alignment, criticality, scope, cost, and risk associated with all initiatives.  

Cost, schedule and performance data is submitted to OMB through the Treasury CPIC Team after the TIRB and E-Board reviews.

Table 2 provides a summary of the Control Phase process, as well as the individual(s) and/or group(s) responsible for completing each step.

Table 2: Control Process Flow

	#
	Process Step
	Responsible Individual(s) or Group(s)

	1
	Gather the previous quarter’s cost and schedule data to calculate EVM statistics, update performance measures, evaluate risks and update risk mgmt plan, revisit and update PM data, and update security status.
	Project Manager

	2
	Complete/update the Control and PM Certification forms.
	Project Manager

	3
	Provide concurrence to EVM data and performance status, and confirm non-duplication.
	Bureau CIO

	4
	Analyze data, provide feedback to Bureaus and prepare results for presentation to the TIRB.
	Treasury CPIC Team

	5
	Review Control results and recommend appropriate action(s).
	TIRB



	6
	Make decisions to continue, accelerate, modify, suspend or terminate.
	E-Board

	7
	Work with Bureau CPIC Coordinator and Project Manager to implement E-Board decision(s).
	Treasury CPIC Team

Bureau CPIC Coordinator

Project Manager


1. Gather the previous quarter’s cost and schedule data to calculate EVM statistics, update performance measures, evaluate risks and update risk mgmt plan, revisit and update PM data, and update security status.

The Project Manager (PM) analyzes costs, schedule, performance, risk and security status against the project management plan established in the Select phase while also collecting resource allocation and spending information. The PM works with the Business Owner to ensure that the investment still aligns with the Bureau mission, strategic planning, enterprise architecture e-Government, and the President’s Management Agenda. The PM compares the actual information collected to the estimated baselines developed during the Select Phase and identifies root causes for any differences. The PM reviews the security analyses for accuracy and updates cost information based on actual acquisitions or additional items included since the Select Phase (see Appendix B – Treasury IT Security Policy).  The PM also maintains a record of any changes to the initiative’s technical components, including hardware, software, security, and communications equipment.  Technical component changes may trigger a new architecture review.

The Project Manager identifies any new or existing internal risks based upon review of the Work Breakdown Structure (WBS), project plan, performance measures, risk checklist, and stakeholder interviews.  Financial, technical, operational, schedule, legal, contractual, and organizational risks should be identified and monitored. The PM provides periodic updates to the Treasury CPIC Team on the investment’s status and security costs, schedule, and technical baselines.  The PM ensures that the investment has been planned realistically.

3. Complete/update the Control and PM Certification forms.

Project Managers of major IT investments complete/update the Control (Major) and PM Certification forms using the Treasury IT Portfolio Management Tool.  These investments will be evaluated on the following elements:

· Earned Value Management (EVM) metrics

· Security Certification and Accreditation -- A designated OCIO senior cyber security representative shall review the security information provided for each major IT investment to ensure IT security questions are adequately addressed.

· Performance Measures

· Risk

· Project Manager qualifications in relation to self-identified project complexity level – see Appendix C – Project Manager Qualifications and Appendix D -- Project Management
3. Provide concurrence to EVM data and performance status, and confirm non-duplication.
The Project Manager briefs the Business Owner and Bureau CIO on the Control Review results.  The Bureau CIO then concurs with the PM-certified EVM data and performance status and confirms non-duplication via the Bureau CIO form.
4. Analyze data, provide feedback to Bureaus and prepare results for presentation to the TIRB.
The Treasury CPIC Team assesses the investment’s progress using a methodology similar to the procedures used during the Select Phase and provides comments and/or questions to the Bureau CPIC Coordinator. The Bureau CPIC Coordinator works with the Project Manager and the Treasury CPIC Team to address the issues and furnish details as requested while also updating the applicable forms as necessary.  The Treasury CPIC Team then reviews and prepares the analytics for the TIRB and E-Board meetings. 

5. Review Control results and recommend appropriate action(s).

The quarterly TIRB Control meetings will be aimed at determining whether the investment has experienced any of the following potential risk factors:

· A particular task is significantly behind schedule or over budget

· Requirements and work scope are constantly changing

· A particular task on the critical path was missed, with no work around

· A major milestone, decision, or work product was missed or will be significantly delayed

· The initiative’s functionality does not adequately support the mission, business, or security functions

· The actual results of one or more performance measures deviate significantly from the planned target(s)

· A major technical problem with the selected technology has surfaced as part of the change control process, and corrective measures are necessary

· The organizational environment has changed and the current IT initiative is not part of the solution for meeting the business needs

To ensure proper oversight of major IT investments at the Department, the Treasury CIO, and the TIRB reviews quarterly data concerning individual investments.  The Treasury CIO will determine if an Investment should be placed upon the Treasury Internal Watch List (see Appendix K).  
6. Make decisions to continue, accelerate, modify, suspend or terminate.

The E-Board considers recommendations it receives from the TIRB and makes decisions to continue, accelerate, modify, suspend or terminate investments, as appropriate.  E-Board decisions are always final.

The cost and schedule data for all major investments will be sent to the OMB once it has been reviewed by the E-Board.

7. Work with Bureau CPIC Coordinator and Project Manager to implement E-Board decision(s).

Once the E-Board has approved a TIRB recommendation that an IT investment be continued, accelerated, modified, or cancelled, the Treasury CPIC Team will work with the Bureau CPIC Coordinator and Project Manager to implement all E-Board decisions. 

The Project Manager, in coordination with the Treasury CPIC Team, should address the results or changes of the investment risk assessment for the initiative.  Plans should be made to eliminate, mitigate or manage identified risks (e.g., financial, acquisition and technical). The Control form Summary tab will be the source for identifying the primary issues resulting from the E-Board decision(s). This documentation is maintained as part of the investment’s record and the results are evaluated during the next quarterly Control Review or during the Evaluate Phase. 

Non-Major IT Investments

Non-major IT investments submit cost and schedule data on a quarterly basis. The Project Manager also completes a simple self-assessment of the investment by completing the Control (Non-Major) form.  The TIRB and E-Board may choose to conduct portfolio reviews of the non-major investments or review a random sample.

For more detailed, process-oriented information about the Control process, refer to the Treasury CPIC Resource Center website located at https://hqapps.treas.gov/CPICResourceCenter/ and click on Control Phase. 

EXIT CRITERIA
Because all IT investments must go through the Control Phase on a quarterly basis, they do not technically exit the Control Phase until they are terminated.  Prior to entering the Evaluate Phase, major IT investments must have:

· Completed investment development (or completed the roll out of significant functionality);

· Determined the appropriate timeframe for conducting a Post-Implementation Review (PIR), and

· Obtained E-Board approval to enter the Evaluate Phase.

Non-major IT investments should complete all development activity prior to entering the Evaluate Phase.
Chapter 5 -- Evaluate Phase 

PURPOSE

Evaluate is an annual process conducted in the first quarter of the fiscal year to examine major investments that are in operation.  It is composed of two sub-processes depending upon the age and lifecycle stage of the investment – the Post Implementation Review (PIR) and the Operational Analysis (OA).  As noted in GAO’s Assessing Risks and Returns: A Guide for Evaluating Federal Agencies’ IT Investment Decision-Making, the Evaluate phase “‘closes the loop’ on the IT investment management process by comparing actuals against estimates in order to assess the [investment’s] performance and identify areas where decision-making can be improved.”

The purpose of the PIR is to capture and document lessons learned from the development process though the implementation of the system.  This is accomplished by completing an assessment that compares actual to expected results after an investment is fully implemented, or after a major functionality is rolled out.  Findings, recommendations and lessons learned are shared in a manner that preserves the integrity of the lessons learned without revealing the source investment.  

The purpose of the OA is to identify investments that are potential candidates for modification, acceleration, replacement or retirement.  This is accomplished by assessing the ability of a mature investment to continue meeting user needs and performance goals based upon the performance of the system relative to the cost of replacing the system with a more modern solution.  If it is a potential candidate for replacement, the outcome of the OA will result in a need for a preliminary business case to be developed in the Pre-Select Phase.

As applicable, results from both groups of investments in the Evaluate Phase may be fed back to the Pre-Select, Select, and Control Phases as lessons learned.

SCOPE

The Post Implementation Review (PIR) process is required for all major IT investments as they exit the acquisition phase and move into operations and maintenance (O&M).  The PIR targets new steady state investments that have been placed into O&M within the past 6-18 months.

The Operational Analysis (OA) process is required annually for all purely steady-state major IT investments. Major IT investments that have already been identified as requiring replacement will be exempt from completing an OA.  

While the TIRB or E-Board may choose to conduct portfolio reviews of non-major IT investments, or review random samples, these investments are not required to complete either of the Evaluate processes.

It is important to note that not all steady state major IT investments will have conducted a PIR in the appropriate timeframe. This is due to the newness of the PIR requirement and the age of certain steady state systems; however, these investments will still be required to conduct an OA.

ENTRY CRITERIA 

The evaluation of investments for either a Post-Implementation Review (PIR) or an Operational Analysis (OA) occurs once per year during the first quarter of the fiscal year.

A PIR is required 6-18 months after the investment/system has been implemented (or after a major roll out of significant functionality) and moved into the operational/steady state stage.  Any investment cancelled prior to going into operation must also be evaluated with a PIR.  Most investments will only require a single PIR, except those that have multiple releases of significant functionality.

Project Managers are required to conduct an annual OA once the system has moved into the operational/steady state stage and has had a PIR conducted. Investments previously identified as requiring replacement are exempt from the OA requirement.  

PROCESS 

Post-Implementation Review

The Post Implementation Review (PIR) is conducted 6-18 months after the investment/system has been implemented (or after a major roll-out of significant functionality) and moved into O&M

The PIR is initiated by the Project Manager (PM) in accordance with the Treasury CPIC Calendar and applicable data call. User satisfaction and the achievement of strategic goals are measured, as is system performance, risk, cost, schedule, and performance.  Lessons learned for both the investment and the CPIC process are collected and fed back to other CPIC phases, as warranted.  

The questions posed in a PIR measure the strategic impact, user satisfaction with the system, and whether the investment is meeting cost, schedule and performance metrics.  By assessing the investment’s strategic impact on mission performance and user satisfaction, necessary changes or modifications to the investment can be identified.  Table 3 provides a summary of the PIR process, as well as the individual(s) and/or group(s) responsible for completing each process step.

Table 3: Post-Implementation Review Process Flow

	#
	Process Step
	Responsible Individual(s) or Group(s)

	1
	Assess Strategic Goal Achievement
	PM

	2
	Assess User/Customer Satisfaction
	PM

	3
	Assess System Performance
	PM

	4
	Review Cost, Schedule, Performance and Benefits
	PM

	5
	Review Risk Management
	PM

	6
	Document Lessons Learned
	PM 

	7
	Finalize PIR
	PM and Treasury CPIC Desk Officer

	8
	Evaluate PIR and Report to the TIRB
	Treasury CPIC Team

	9
	Approve PIR Recommendations
	E-Board


1. Assess Strategic Goal Achievement

Strategic goal achievement is an important measurement after implementation because it demonstrates the core value of the system to support the Bureau’s business goals and mission.  The PIR form contains assessment-focused questions relative to the attainment of strategic goals projected in the OMB Exhibit 300 business case.  While some strategic goals may not be achieved until more time has passed, a candid assessment of what has been achieved and what is expected to be achieved is documented as part of the PIR process.  

The benefit of assessing the achievement of strategic goals is to generate discussion and document lessons learned.  While the percentage of goals attained is an imperfect measure since all goals are not created equally, the explanation should include not only how the goals were met and measured, but also detail which goals were not fully met and why.  The question to be answered throughout this section is:  “What could be done differently to attain better results in the future?”

2. Assess User/Customer Satisfaction

The Project Manager (PM) assesses user and customer satisfaction with, and acceptance and support for, the existing system.  User satisfaction with system functions and performance is assessed, in addition to satisfaction with training and help desk support provided.  There are several means to conduct the assessment, including conducting a user/customer survey, or analyzing usage trends. Some or all of these activities may be beneficial in determining continued support for the system, opportunities to improve the system, and/or additional user/customer needs. 

If a survey of users has been completed to support assertions of user satisfaction, this documentation should be attached to the PIR form.  If a user survey has not been administered, the PM should make his best determination of an assessment based upon help desk feedback, user testing, or project team knowledge.  If a survey has not been administered, it still should be known to project leadership whether the system is meeting these strategic goals for users.

3. Assess System Performance

The PIR seeks to assess the current and projected capability of the investment to meet the system’s performance goals and requirements.  It also assesses the technology to determine potential opportunities to improve performance, reduce costs, and ensure alignment with Treasury’s strategic direction.  

Questions on the PIR form focus on the level of system performance and operational readiness based on how many of the functional requirements outlined in the business case were delivered, the current projected maintenance costs, and the satisfaction of the team with current system performance, and the investment’s ability to meet anticipated demand.  These questions are designed to uncover and document those successes or challenges that are most central to the determination of the current system’s level of performance.

4. Review Cost, Schedule, Performance, and Benefits

The intent of the PIR is to help identify patterns causing both cost and schedule variances.  In addition to documenting the current cost and schedule variances, the PIR seeks an explanation for current variances.  More broadly, the intent of the PIR is to help identify patterns across Bureaus or the entire Department as to what causes both cost and schedule variances.  As explanations are given, attention can be focused on those areas that appear to be most troublesome across all investments in the Bureau and/or across the Department.  

The attainment of the performance goals should be supported by documentation.  The PIR form also contains questions to measure the attainment of projected benefits with the investment to date and whether projections are on target looking forward.  The Treasury CPIC Desk Officer will work with the Bureau Desk officer and possibly the Project Manager to derive objective assessments of goal attainment on these measures.  

5. Review Risk Management

Risk management is reviewed in light of the impact that unforeseen risks had on the cost, schedule, or quality of deliverables.  The explanation as to how risk was managed throughout the development and implementation timeframe should focus on what risks were successfully mitigated, as well as identifying those risks that were not well mitigated.  The overall goal should be to capture lessons learned to identify for future benefit how risks could be managed more effectively in the future.

6. Document Lessons Learned

The lessons learned are documented throughout this review to the extent each question is supported by experience and examples.  The PIR form provides additional space to document overall lessons learned, or any lessons that have not been captured elsewhere.  This portion of the review also provides an opportunity to provide feedback on the PIR process, as well as recommended improvements to the overall Treasury CPIC process. 

It is expected that the PM will provide the Business Owner and Bureau CIO with a formal overview, followed by a briefing to the Bureau Head, as appropriate.  Discussion within the Bureau may include recommendations from the project team on how they can improve the performance of their investment and derive “lessons learned” that can be applied to other investments and/or the CPIC process.  Bureau management then authorizes promotion of the form for Treasury review.
7. Finalize PIR

Each investment participating in a Post Implementation Review will be evaluated on the elements listed below:

· Complete responses to all questions on the PIR form;

· Supporting documentation and reasoning for self-assessments;

· Evidence that user satisfaction and system performance are satisfactory and that the system is operationally sound; and,

· Cost, schedule, performance, and benefits attainment are demonstrated to be within reasonable ranges of projections, and exceptions are fully documented.

After the completed PIR form is promoted for Treasury review, the Treasury CPIC Team Desk Officer asks any questions s/he has, solicits needed clarifications and additional explanations.  The PM then makes any needed changes and additions to the form and briefs the Bureau senior management, as warranted.

8. Evaluate PIR and Report to the TIRB

The Treasury CPIC Team evaluates the completed PIR and seeks to identify improvements to the PIR and CPIC processes.  Additionally, the Team summarizes any findings, recommended actions and lessons learned to share with the affected PM, Bureau management and the TIRB in a manner that preserves the integrity of the lessons learned without revealing the source investment.  The Team then reviews and prepares analytics for the TIRB and E-Board meetings taking a broad perspective across all current and past PIR review data points. 

The Q2 TIRB meeting will include summary information about the PIR reviews just completed, and will provide a forum for an executive-level discussion of any recommended actions and lessons learned.

9. Approve PIR Recommendations

The E-Board reviews any resulting recommendations and lessons learned reported by the TIRB in order to promote the lessons learned further across the Department’s IT Investment Portfolio.  If appropriate, it will act on recommendations.

For more detailed, process-oriented information about the Evaluate process and Post Implementation Reviews, refer to the Treasury CPIC Resource Center website located at https://hqapps.treas.gov/CPICResourceCenter/ and click on Evaluate Phase.

Operational Analysis
Operational Analysis (OA) is required annually for all major IT investments that have been moved into operations and maintenance.  An OA is conducted to identify investments that may be candidates for modification, acceleration, replacement or retirement.  The OA assists the project team in determining the investment’s remaining useful life and validates that options to modernize the current system have been investigated.  The cost of maintaining the system in light of the number of users and current attainment of performance goals are also examined.  The ability of the investment to meet strategic goals and user/customer needs is documented.  

Preparation of the OA form and further discussion that the review is meant to stimulate will be orchestrated by the PM along with the Integrated Project Team (IPT).  Results from the OA could be as simple as recommending the given investment continues operating in status quo, or as significant as recommending the investment be modified, accelerated or terminated.  Once completed, the OA form is then promoted for Treasury Review.  Based on further analysis by the Treasury CPIC Team, a review meeting may be scheduled to ask questions or to clarify recommendations. Results of these reviews will be shared with the TIRB or the E-Board as appropriate.

Results from the OA may be fed back into the Pre-Select, Select, and Control Phases as lessons learned, and also by occasionally identifying a need for a new investment to begin in Pre-Select (e.g., if an investment is going to be replaced, then a new investment would be initiated via the Pre-Select process). 

The Project Manager, with input from the Capital Planning community, establishes a schedule to conduct an Operational Analysis. The Department of Treasury will address the development of the Operational Analysis by focusing on two key areas; program objectives and user/customer needs.  

Program objectives will be primarily focused on cost, schedule and alignment to strategic goals. This data will be captured on an annual basis and will most likely come from already established sources, such as quarterly Control and annual Select data.  Based on projected project or investment costs and benefits (e.g., cost, schedule and performance), the survey, and focus group or regular user group results, it will be determined whether the Steady State project is meeting its original or revised objectives. 
In addressing user/customer needs, the project manager in coordination with the Business Owner establishes a strategy to solicit user and/or customer input, which is the primary basis for process step four. The strategy can include a survey, focus groups or regular user group meetings. The project manager documents the schedule and strategy, and notifies all users and/or customers of this formal and regular schedule.  User/Customer assessments will be conducted biennially, giving the project manager and user community ample opportunity to conduct complete and thorough assessments of the investment.

The results are documented in the Treasury-wide IT Portfolio Management Tool.  Enhancements outside the existing project scope are considered a new investment. To fund an enhancement, the project manager must bring the proposed investment to the Pre-Select process where alternatives to close the gap are identified, and their costs and benefits are estimated. Table 2 provides a summary of Operational Analysis process, as well as the individual(s) and/or group(s) responsible for completing each process step. 

Table 2: Operational Analysis Process Flow

	#
	Process Step
	Responsible Individual(s) or Group(s)

	1
	Perform Mission Analysis
	Project Manager (PM) and Integrated Project Team (IPT)

	2
	Perform Operational Assessment
	PM and IPT

	3
	Perform Gap Analysis
	PM and IPT

	4
	Perform User/Customer Assessment
	PM and IPT


1. Perform Mission Analysis
Describe how the investment supports the Bureau's and the Department’s Mission, Goals, and Objectives. Establish the level of functionality and performance provided by the existing investment.  

2. Perform Operational Assessment
Identify solutions that can provide the needed functionality or performance. This may include designing new processes, implementing technologies compliant with the Department's Enterprise Architecture, or collaborating with other initiatives within the Federal Government.  The system may have been targeted for replacement by the Department’s modernization blueprinting efforts.  Recommend if the existing system should be a) continued with no additional investment, b) enhanced, c) terminated or d) migrated to a similar system and retired. 
3. Perform Gap Analysis
Review and comment on any Performance and Earned Value variances. This information will be based on information provided in the OMB Exhibit 300. Based on the Customer and User Requirements, Performance and Earned Value Variance analyses, discuss the root cause of any gap. Identify what, if any additional functionality or performance is required. Table 3 below summarizes example topics for consideration.

Table 3:  Example Topics

	Cause of Gap or Problem
	Required Functionality or Performance

	Limited interoperability within Bureau, Department or Federal Government
	Scalable platform to support EA compliant IT infrastructure

	Non-compliance with EA
	System consistent with EA

	Poor data sharing and data integrity
	Enterprise-based interoperable systems with shared data standards, descriptions, and relationships

	Poor reliability
	Modernized workstations and frequent technology refresh to maximize system reliability

	Cannot meet growing demand or transaction volume
	Increased capacity to meet processing, service, and mission demands

	Inadequate information and computer security
	Enterprise-based security authentication and or control, and strengthened IT and information security

	Poor customer service
	Electronic application submission and processing to improve customer service

	Technical architecture not scalable
	Fewer operational disruptions, reduced O&M costs

	Limited legislative and regulatory compliance
	Meets Congressional mandates and GAO oversight concerns


4. Perform User/Customer Assessment (Biennial Requirement)

Establish a strategy/methodology to document customer or user requirements that are not being met by current system. Periodic surveys, focus groups, or user group meetings are often used. Examine usage trends, system reports, and change order requests which may give insight into emerging requirements. Summarize and categorize the information into either performance needs or new functional requirements. The Post Implementation Review artifacts can be used as a starting point in the development of step four’s strategy.
The PM assesses user and customer satisfaction and support for the existing system.  There are several means to conduct the user/customer assessment, including conducting a user/customer survey, assessing comments and user/customer inputs, or analyzing usage trends. Some or all of these activities may be beneficial in determining continued support for the system, additional user/customer need, or opportunities for improvement. 

If a survey of users has been completed to support assertions of user satisfaction, this documentation should be provided as an attachment to the OA form.  If a user survey has not been administered, the PM should make an assessment based upon help desk feedback, user testing, or project team knowledge.  While a survey may not have been administered, it should be known to project leadership whether the system is meeting the users’ strategic goals.

For more detailed, process-oriented information about the Evaluate process and Operational Analysis, refer to the Treasury CPIC Resource Center website located at https://hqapps.treas.gov/CPICResourceCenter/ and click on Evaluate Phase or Treasury CPIC Policies and Guides.

EXIT CRITERIA

Prior to exiting the Evaluate Phase, major investments must have obtained the E-Board’s approval to dispose, retire, or replace the system. 

Appendix A -- Treasury Information System Life Cycle

The Treasury Department has an extensive variety of systems, all of which are governed by the rules and principles of the Information System Life Cycle (ISLC) Manual. The ISLC Manual establishes the basic framework to assist Bureaus in the general standardization of lifecycle management of their information systems.  Standardization and structured configuration management principles ensures that systems are developed, acquired, evaluated and operated in an efficient manner, within prescribed budgets and schedule constraints, and are responsive to mission requirements.

The ISLC Manual provides Treasury and its Bureau Project Managers charged with developing systems with standardized modules, methodologies, and guidelines for implementing a structured and consistent approach to IT project development.  To ensure alignment with the Department’s Enterprise approach to lifecycle and configuration management, Bureaus and offices that have already developed information lifecycle management documents and implemented practices prescribed therein should align their processes to ensure consistency with the Departmental ISLC Manual. Bureaus and offices without standardized methodologies should adopt and utilize this Manual for the management of their systems’ lifecycles.

The Treasury ISLC Manual is located at http://intranet.treas.gov/cio/policies.asp.  The related Treasury Directive, TD 84-01, “Information System Life Cycle (ISLC)” provides further information about Treasury’s policy regarding the use of an ISLC and is located at http://www.treas.gov/regs/td84-01.htm.  
Appendix B -- Treasury IT Security Policy

The primary purpose of the Department of the Treasury’s Information Technology (IT) Security Program is to establish comprehensive, uniform IT security policies to be followed by each Bureau in developing its own specific policies and operating directives. The Treasury IT Security Program serves as a foundation for the Bureaus to use for their IT security programs. This regulation is binding on all Treasury Bureaus and offices. 

National policy and standards guide Treasury security policy and requirements. The Treasury IT Security Program clarifies national policies, adapts them to Treasury’s specific circumstances, and imposes additional requirements when necessary. 

All documents related to the Treasury IT Security Program are living documents. New sections will be developed to keep pace with advances in technology and policy evolution. 

The Treasury IT Security Program and policies can be found at the following URL:

http://intranet.treas.gov/eitspa/documents/td85-01/TDP85-01Vol-I-Part-1.pdf.
Appendix C -- Project Manager Qualifications

PURPOSE

The success of any project is critically linked to the knowledge, skills, abilities, experience and qualifications of the Project Manager (PM).  The Office of Personnel Management (OPM) issued a guide to help agencies properly identify and establish these important positions.  “Interpretive Guidance for Project Manager Positions” provides a general discussion of the project manager function Government-wide and identifies a common set of characteristics (i.e., duties and associated knowledge, skills and abilities/competencies) for PMs (both IT and non-IT). 

The link to OPM’s “Interpretative Guidance for Project Manager Positions” document is:  http://www.opm.gov/fedclass/cg03-0001.pdf.  For additional PM resources, refer to the Treasury CPIC Resource Center website located at https://hqapps.treas.gov/CPICResourceCenter/ and click on Project Management. 

QUALIFICATIONS

On July 6, 2004, the CIO Council’s Workforce and Human Capital for IT Committee issued a memorandum to all CIOs relaying its efforts to define key IT project management KSAs and establish a validation framework to ensure that all PMs who manage major IT initiatives have the necessary skill set.  It included attachments defining the 3 IT project complexity levels and the validation criteria for determining whether PMs are “Validated” (i.e., the PM has met the appropriate training and experience requirements for the project managed, and for the related complexity level of the project), “Validated with Exception” (i.e., PM has not met all of the appropriate training and experience requirements; however, s/he warrants an agency waiver based on demonstrated successful performance on the job), or “In the Process of Being Validated” (i.e., PM has not fully met appropriate training and experience requirements; however, actions are being taken to address the shortfalls).

On July 21, 2004, the Office of Management and Budget (OMB) issued a memorandum reminding CIOs to ensure that all major investments are managed by PMs qualified in accordance with the CIO Council guidance.  It also directed CIOs to document both the investment’s complexity level and the PM’s validation status as part of the Exhibit 300 documentation.  

Project Managers are expected to achieve and demonstrate baseline skills in applicable competency areas, through a combination of on-the-job training, formal education, training and previous work experience.  PM and IT PM knowledge, skills and abilities (KSAs) and competencies are described in OPM’s “Interpretive Guidance for Project Manager Positions.”  

If an investment has been classified as a complexity level 2 project, for example, it is incumbent upon the business owner to identify which IT-specific KSAs and competencies are required for the management of the investment and then assign a PM who possesses the requisite KSAs and competencies.  Detailed information should be provided in Section I.D. of Exhibit 300 listing the applicable PM KSAs and competencies required for the complexity level of the given investment and summarizing the relevant experience and training that qualifies the PM for each.  Simply stating that the PM has the requisite knowledge is not as strong as saying that s/he possesses a particular expertise as a result of 3 years experience working on or managing project X, which required that particular skill set.  

A statement that the PM is “Validated”, “Validated with Exception”, or “In the Process of Being Validated” (with an explanation of steps being taken to remediate missing skills and competencies) is also required.  Finally, please be sure to specifically identify both the complexity level of the project and the qualification status of the PM.

Appendix D -- Project Management
PURPOSE

Project management is a crucial element for IT investment success.  It involves executing the necessary skills and management practices to ensure successful investment development and implementation. This integrated skill set addresses such areas as project planning, scope management, cost, schedule, performance, risk, and organizational management.  The Project Manager is ultimately responsible for the investment’s success and ensuring the investment delivers the functionality and capabilities expected by stakeholders (i.e., users, customers, and senior leaders).  Perhaps the greatest project management challenge is identifying risks and then executing management techniques that mitigate the risks to ensure timely and successful completion.

COMPONENTS

Project Managers should complete the following project management components to help ensure the investment’s successful completion:

Project Planning—Project planning is a critical element of every successful investment. It provides a foundation on which to base anticipated efforts.  Additionally, it helps identify investment components and illustrates these components in a project plan. Project planning includes:

· Scope definition

· Activity identification

· Activity duration estimation

· Activity sequencing

· Cost estimation

· Schedule development

· Project staffing/resourcing

· Project plan development.

Investments typically involve multiple components that may be complex or interface with other proposed/ existing systems or data. Integrating these components can be challenging.  To support improved integration and management, it is useful to develop a Work Breakdown Structure (WBS).  A WBS provides a management framework by separating the investment lifecycle into distinct, manageable components related to various activities and interfaces.  Each component is defined with appropriate sub-components and activities, such that one individual or team can implement each component.  This enables the Project Manager to more effectively estimate the cost and schedule for completing individual components, supports sequencing activities and identification of interdependencies, and provides a basis to identify milestones and develop resource and schedule estimates.  Table 5 provides an example of a WBS.

Scope Management — Scope management frames what is expected of the investment’s ultimate capability and functionality.  As such, it directly impacts functional and system requirements development. The Project Manager should obtain the Business Owner’s concurrence on the investment’s scope, and then effectively manage that scope and mitigate “scope creep” by maintaining requirements trace ability throughout the project lifecycle and implementing configuration management procedures.  It is important for the Business Owner to determine whether existing requirements have been redefined, new requirements have been identified, or existing requirements eliminated based on events.  The project scope should be based on the business requirements identified during the Pre-Select Phase and traced throughout the project lifecycle.
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Table 5: Example of a Project Planning WBS
All system features, functions, and capabilities should be linked to original customer requirements throughout the entire planning, acquisition, design and implementation phases to ensure accurate system or network design. 

Risk—Risk is inherent in every investment. To aid in effectively identifying, analyzing, and managing risk, Project Managers should develop a risk management plan early in the planning stages, ideally during the Select Phase.  Project Managers should employ Subject Matter Experts (SMEs) among the various functional areas of the investment to identify risk and provide mitigation strategies.  Key risk areas may include technology, cost, schedule, and performance/quality.  The risk management plan is continually updated throughout the investment’s lifecycle and is part of periodic reviews.

Cost and Schedule Management—Effective investment management entails establishing cost and schedule baselines.  Actual information is continuously collected, analyzed, and compared to original projections and the current baseline.  Variances are identified, and appropriate actions are taken to inform senior management and mitigate the impacts of increased costs and schedule slippages.  The WBS, milestones, activities, and project plan assist the development and tracking of cost and schedule.  Earned value techniques provide a means to more completely evaluate costs and schedule, and assist in early risk identification. 
Performance— An investment’s ultimate objective is to meet or exceed stakeholder performance expectations by ensuring the investment satisfies the mission need and business requirements.  In the Pre-Select and Select Phases, performance planning includes defining performance measures and identifying activities required to ensure performance objectives will be met (see Appendix E -- Performance Measurement).

This may include benchmarking to establish a baseline and to further refine the investment’s performance objectives.  The Control Phase includes a continual monitoring of the performance baseline to potentially include quality reviews, tests, or pilot tests.  In the Evaluate Phase, a PIR helps compare actual investment performance with expectations.  Additionally, performance measures are analyzed to determine whether investments are continuing to meet mission needs and performance expectations.

Organizational Management—Organizational management skills needed to manage an investment include project staffing, communications, and organizational understanding.  Project Managers should be able to identify the needed skill sets and assign appropriate personnel to accomplish a given set of activities.  Project Managers should also have the requisite interpersonal and leadership skills to communicate with both the project team and stakeholders.  This includes possessing a vision for the investment and how to best meet stakeholder expectations, as well as ensuring the project team is able to focus on assigned tasks/activities.  Additionally, Project Managers should be able to communicate and build consensus with key stakeholders, since this ultimately impacts the investment’s success or failure.
Appendix E -- Performance Measurement

PURPOSE

Performance measurement is the process whereby an organization establishes the parameters within which programs, investments, and acquisitions are reaching the desired results in support of mission goals.  Performance measures are set during the Select Phase and assessed during subsequent Select phases and the quarterly Control Review process. The focus of performance measurements is on outcomes, or how well the IT investment enables the program or agency to accomplish its primary mission.  Consequently, performance measurement should look beyond measures of input (resource consumption), activities (milestones), and output (production numbers), which are more directly related to operational performance.  This focus, however, does not imply that input, activity, and output measures are not useful.  Indeed, internal measures are used to track resources and activities and make necessary adjustments since investments are only successful if hardware, software, and capabilities are delivered on time and meet specifications.

Performance is evaluated using two criteria - effectiveness and efficiency.  Effectiveness demonstrates that an organization is doing the correct things, while efficiency demonstrates that an organization is doing things optimally.  New acquisitions and upgrades should include a business case indicating the investment will result in effectiveness or efficiency improvements.  For example, a new computer network might result in enhanced efficiency because work is processed faster, digital images are transferred among remote sites more quickly, or messages are transmitted more securely.  Some questions that facilitate performance measure development include:

· What product will be produced, shared, or exchanged?

· Who will use the results?

· What decisions or actions will result from delivery of products from this system?

Answers to these questions will help project managers develop effective performance measures with the following characteristics:

· Strategically relevant

· Directed to factors that matter and make sense

· Promote continuous and perpetual improvement

· Focus on the customer

· Agreed to by stakeholders

· Short, clear, and understandable

· Measurable/quantifiable

· Meaningful

· Realistic, appropriate to the organizational level, and capable of being measured

· Valid

· Linked to activity and provides a clear relationship between cause and effect

· Focused on managing resources and inputs, not simply costs

· Discarded when utility is lost or when new, more relevant measures are discovered.

PROCESS

Outcome-based performance measures are developed through a series of steps.  It is important to understand that developing measures is only one part of the more comprehensive process.  After measures are developed, baseline information is gathered if it does not already exist, and performance information is collected, analyzed, interpreted, and used throughout the investment’s life.  These steps require a commitment of management attention and resources.

The following five steps are recommended to establish performance measures:

1. Analyze how the investment supports the mission goals and objectives and reduces performance gaps.

2. Develop IT performance objectives and measures that characterize success.

3. Develop collection plan and collect data.

4. Evaluate, interpret, and report results.

5. Review process to ensure it is relevant and useful.

Steps 1-3 are completed during the Pre-Select and Select Phases. Steps 4 and 5 are completed during the Control Phase, with follow-up during the Evaluate Phase. These process steps are defined in the following sections.
1. Analyze How the Investment Supports the Mission and Reduces Performance Gaps

Effective outcome-based performance measures are derived from the relationship between the new investment and how users will apply investment outputs. Specifically, the user’s mission and critical success factors (those activities and outputs that must be accomplished if users are to achieve their mission) must be clearly understood. The critical element of this step is linking proposed and in-process IT investments and activities to the user mission and critical success factors.  

This concept is often described as a method of strategically aligning programs and support functions with the agency’s mission and strategic priorities. The first step in effectively developing outcome-based IT performance measures is to identify the organization’s mission, the critical tasks necessary to achieve the mission, and the strategies that will be implemented to complete those tasks.  One structured method of accomplishing this step is to develop a logic model linking the mission to IT performance measures. 

Answers to the following questions will aid logic model development:

· What will the system do?  What major functions or features will the system provide (i.e., what functionality or information)?  Is this system a stand-alone system or is it used or integrated with another larger system?  What is the purpose of that system?  How is it used?

· What aspects of the system, service, and information quality are needed for the system to perform optimally or acceptably?

· Identify who will use the system. What is the principal business task they perform?  How will using the system help them with that task?

· How does completion of that task contribute to a business function?

· How does completion of the business function contribute to achievement of the program goals?

· How does completion of program goals contribute to organizational goals?

· How does completion of organizational goals contribute to Departmental goals?

· Determine whether there are related IT investments that impact the mission area and goal(s) selected.  Understand the relationships between various IT investments that address the same or similar needs.  This will help identify potential areas for consolidation.

Once the mission is clearly defined, a gap analysis is performed to understand how IT can improve mission performance.  The analysis begins with the premise that IT will improve effectiveness, efficiency, or both.  To accomplish this, requirements are defined and the following questions are answered:

· Why is this application needed?

· How will the added functionality help users accomplish the mission?

· How will the added functionality improve day-to-day operations and resource use?

The investment initiation and requirement documentation also describes gaps between the current and future mission and strategy in terms of how overall efficiency and effectiveness will be improved.  Project Managers assist users in developing a baseline measurement and comparing the baseline to the business objective to identify gaps.  This analysis defines the investment need as the basis for determining what success will look like (e.g., the investment is successful when the gap is reduced by “x” amount).

2. Develop IT Performance Measures that Characterize Success

Well-designed performance measures define success parameters for the IT initiative.  The following questions should be asked for each performance measure and answered affirmatively before deploying the measure:

· Is it useful for monitoring progress and evaluating the degree of success?

· Is it focused on outcomes that stakeholders will clearly understand and appreciate?

· Is it practical?  Does it help build a reliable baseline and cost-effectively collect performance data at periodic intervals?

· Can the performance measure be used to determine the level of investment risk and whether the investment will meet performance targets?

Answering these questions affirmatively results in an agreement that the IT investment, by supporting improvements identified earlier, will support organizational goals and objectives.  Additionally, it will help limit the number of performance measures and focus management attention on the requirements that have the greatest priority or impact.  After three to five major requirements have been identified, the following questions are asked:

· What are the performance indicators for each major requirement?

· How well will those outputs satisfy the major requirements?

· What additional steps must be taken to ensure outputs produce intended outcomes?

· How does this IT investment improve capabilities over the current method?

Once requirements to be measured are identified, determine when each requirement is met.  Some requirements may need to be changed if they are too difficult to measure.  Or, if the requirement has indirect rather than direct outcomes, it may be necessary to use “surrogate” performance measures that mirror actual outcomes.  For example, it is difficult to measure the direct benefit of computer-based training (CBT) systems.  In this case, a surrogate measure might be the percentage of staff achieving certifications through the CBT with implications that certified staff are more desirable than non-certified staff because they have demonstrated initiative and are more proficient.  

Of the possible performance indicators, select one or more to report performance against each requirement.  One performance indicator may provide information about more than one requirement. The objective is to select the fewest number of performance indicators that will provide adequate and complete information about progress.  Selecting the fewest performance indicators necessary is important because data collection and analysis can be costly.  The cost is acceptable if the benefit of the information received is greater than the cost of performance measurement, and if the data collection does not hinder accomplishment of primary missions.  Costs are calculated by adding the dollars and staff time and effort required to collect and analyze data. When calculating costs, consider whether they are largely confined to initial or up-front costs, or if they will occur throughout the IT lifecycle. For example, the cost of developing and populating a database may have a large initial cost impact but diminish significantly for later maintenance. Answers to the following questions will help to determine the cost of tracking a specific performance indicator:

· What data are required to calculate the performance measure?

· Who collects the data and when?

· What is the verification and validation strategy for the data collection?

· What is the method to ensure the quality of the information reported?

In addition to determining costs, it is also necessary to determine the baseline performance, target performance, and expected time to reach the target.  The baseline value is the start point for future change.  If performance measures are currently in use, the data collected can provide the baseline. Otherwise, the manager must determine the baseline by a reasonable analysis method including the following:

· Benchmarks from other agencies and private organizations

· Initial requirements

· Internal historical data from existing systems

· Imposed standards and requirements

To determine the target value, obtain stakeholder agreement regarding the quantifiable benefits of the new system.  These targets may be plotted as a function over time, especially for IT investments that are being installed or upgraded or as environmental factors change.  However, incremental improvement is not necessarily success.  The targeted improvement from the baseline must be achieved within the designated timeframe to be counted as a success.

3. Develop Collection Plan and Collect Data

To ensure performance data is collected in a consistent, efficient, and effective manner, it is useful to develop and publish a collection plan so all participants know their responsibilities and can see their contributions. The collection plan details the following items:

· Activities to be performed

· Resources to be consumed

· Target completion and report presentation dates

· Decision authorities

· Individuals responsible for data collection

In addition, the collection plan answers the following questions for each performance measure:

· How is the measurement taken?

· What constraints apply?

· Who will measure the performance?

· When and how often are the measurements taken?

· Where are the results sent and stored, and who maintains results?

· What is the cost of data collection?

While costs should have been considered during the previous step, the actual cost will be more evident at this stage.  Excessively costly performance measures may require Project Managers to find a different, less costly mix of performance measures for the IT investment.  Or it may be necessary to creatively collect the measures to reduce collection cost.  For example, a sampling may produce sufficiently accurate results at significantly less cost than counting every occurrence, and some results can be automatically generated by the system and accessed through a standard report.

To ensure data is being collected in a cost-effective and efficient manner, it is important to ensure the data collectors are involved in developing performance measures.  The collectors will do a much better job if they believe the performance measures are valid and useful, and they will have insight regarding the best way to collect the data.

4. Evaluate, Interpret, and Report Results

Performance measures are useful in monitoring the investment against expected benefits and costs.  To evaluate performance, data is compiled and reported according to the collection plan that was previously constructed.  The data is then evaluated and the following questions are answered regarding the collected data and the investment’s performance:

· Did the investment exceed or fall short of expectations? By how much and why?

· If the data indicates targets were successfully reached or exceeded, does that match other situational perceptions?

· What were the unexpected benefits or negative impacts to the mission?

· What adjustments can and should be made to the measures, data, or baseline?

· What actions or changes would improve performance?

This evaluation reveals any needed adjustments to the IT investment or performance measures.  It also helps to surface any lessons learned that could be fed back to the investment management process.

5. Review Process to Ensure It Is Relevant and Useful

Performance measures provide feedback to managers and help them make informed decisions on future actions.  To ensure that performance measures are still relevant and useful, answer the following questions:

· Are the measures still valid?

· Have higher-level mission or IT investment goals, objectives, and critical success factors changed?

· Are threshold and target levels appropriate in light of recent performance and changes in technology and requirements?

· Can success be defined by these performance measures?

· Can improvements in mission or operations efficiency be defined by the measures?

· Have more relevant measures been discovered?

· Are the measures addressing the right things?

· Are improvements in performance of mission, goals, and objectives addressed?

· Are all objectives covered by at least one measure?

· Do the measures address value-added contributions made by overall investment in IT and/or individual programs or applications?

· Do the measures capture non-IT benefits and customer requirements?

· Are costs, benefits, savings, risks, or ROI addressed?

· Do the measures emphasize the critical aspects of the business?

· Are the measures the right ones to use?

· Are measures targeted to a clear outcome (results rather than inputs or outputs)?

· Are measures linked to a specific and critical organizational process?

· Are measures understood at all levels that must evaluate and use them?

· Do the measures support effective management decisions and communicate achievements to internal and external stakeholders?

· Are measures accurate, reliable, valid, and verifiable?

· Are measures built on available data at reasonable costs and in an appropriate and timely manner for the purpose?

· Are measures able to show interim progress?

· Are measures used in the right way?

· Are measures used in strategic planning (e.g., to identify baselines, gaps, goals, and strategic priorities) or to guide prioritization of program initiatives?

· Are measures used in resource allocation decisions and task, cost, and personnel management?

· Are measures used to communicate results to stakeholders?

Appendix F -- Internal Exhibits 300
Purpose

This document describes the Treasury requirement for an Internal Exhibit 300 (I-e300). The I-e300 will be required for any initiative that would otherwise qualify as a “major” investment if it were not already incorporated and reported via a Department-wide consolidated investment.  (Each year, the Department prepares several consolidated Exhibits 300, including those for Enterprise Architecture and Consolidated Infrastructure, to be submitted to the Office of Management and Budget (OMB).)  The Treasury I-e300 will enable improved line of sight into Treasury investments and enhance accountability.  Treasury will retain the I-e300s for management purposes and will not be submitted to OMB as part of Treasury’s IT investment portfolio.  

Policy 

Treasury bureaus and offices are required to prepare and submit I-e300s for individual initiatives that are a part of any Treasury consolidated investment that would, on its own, qualify as a major investment if not otherwise incorporated into a consolidated, Department-wide investment.  

An investment is considered to be “major” if it meets any of the following criteria:

· OMB Criteria for Major IT Investment (per OMB A-11):
· Requires special management attention because of its importance to the mission or function of the agency, a component of the agency or another organization;
· Is for financial management and spends more than $500,000 annually;
· Has significant program or policy implications;
· Has high executive visibility; 
· Has high development, operating, or maintenance costs; 

· Is defined as Major by Treasury’s capital planning and investment control process.
· Additional Treasury Criteria for Major IT Investments:
· Total life-cycle costs exceed $50 million; 

· Has an annual appropriation of $5 million or higher;
· Significantly impacts more than one Bureau/Department/Agency.
The I-e300 should be developed in accordance with Treasury and OMB guidance procedures which prescribe additional documentation.  Additional consolidated investments beyond those required by OMB as of the date of this policy may be identified by the Department in the future.  Other requirements for consolidated Exhibits 300 may be added by OMB subsequent to the date of this policy and will be deemed to be included in coverage.

Process 

· Bureaus will identify, and Treasury OCIO will validate, all initiatives that make up the Bureau’s portion of Treasury-wide consolidated investments, as well as the costs for each.

· Bureaus will assess list of initiatives, determine which meet the criteria detailed in the Policy section above, and develop the I-e300s.

· Bureaus will prepare I-e300s using the Treasury-wide IT Portfolio Management Tool.  The initial submission is due to Treasury on October 15, 2006, and shall be updated quarterly thereafter.

Subsequent Guidance
Additional guidance on submissions will be provided as needed by the Treasury Office of the Chief Information Officer (OCIO).
Criteria for I-e300 review and the quarterly reporting requirements will be established.  At a minimum, Bureaus will report quarterly to their internal investment review boards and the Department TIRB on adherence to cost, schedule, and performance goals.

Evaluation
The OCIO will assess the adoption of and compliance with this policy through its independent validation program.

Appendix G -- Treasury Interpretation of Investment Life-Cycle Definitions

Purpose

In accordance with the Office of Management and Budget (OMB) Circular A-11 and Treasury information technology (IT) capital planning policy, the proper categorization of investments is key to ensuring accurate reporting across the Department’s IT investment portfolio.  Investment categorization assists in the determination of risk, appropriate prioritization, measurement, and comparison of investments, as well as meeting reporting requirements. 

Policy

Treasury IT investments shall be accurately categorized according to OMB Circular A-11 and the Exhibit 300: Development/Modernization/Enhancement, Steady State, or Mixed Life Cycle.  The definitions below reflect the application of OMB Circular A-11 guidance at Treasury: 

Development/Modernization/Enhancement (DME) milestones track the costs for new investments, changes or modifications to existing systems to improve capability or performance, changes mandated by the Congress or agency leadership, personnel costs for project (investment) management, and direct support.

Steady State (SS) investments include all routine maintenance and operational costs at current capability and performance level including costs for personnel, maintenance of existing information systems, corrective software maintenance, voice and data communications maintenance, and replacement of broken IT equipment. 

Mixed Life-Cycle investments include those that have both DME and SS aspects.

Application of Policy - Examples

DME

A change to an existing system that adds new functionality.  This is defined as new features and capabilities that could not be performed using the system previously.  For example, an upgrade to a personnel system that adds the new feature of self-service or enhanced search and retrieval capabilities is considered increased functionality.

Hardware and software purchases and installation support for increasing capacity of an existing system.  This does not include replacement of a failing hardware component or software maintenance agreements that provide routine software upgrades.

New releases of Commercial-Off-The-Shelf (COTS) products.  COTS products usually have major releases identified as 1.0, 2.0 , etc.  Updates to major releases (usually designated as 1.1, 1.2, etc.) are generally not considered DME; however, the determination must consider the risk, cost, and schedule as a determination is made.  Implementing new releases of COTS products that require new programming and conversion of customizations from the previous release are generally considered to be DME. 

Steady State 

Minor programming or configuration changes.  Application modification such as accommodating IRS changes to current deductions or tax credits that can be implemented with minor programming changes are SS.  Programming changes to maintain current capability is acceptable as SS.  
Mixed Life-Cycle
A system that is operational in a production environment, but also has components that are in DME stages.  This could include an online database that is available to all users, for which the operations and maintenance represents SS, but has additional modules or features that are being developed (DME milestones).
Modifications to an existing system due to statutory or other changes.  This could cover a new federal mandate or an initiative could require a data feed or interoperability between existing systems.  The milestones associated with implementing the changes to the system are DME milestones.  The milestones associated with maintaining the existing functionality are considered to be SS. 

Customization to current systems required due to addition of new users.  The milestones associated with implementing the customization are DME milestones.  The milestones associated with operating and maintaining the current system are considered to be SS.

Evaluation

Treasury’s Office of the Chief Information Officer will assess the adoption of and compliance with this policy through its independent validation program.
Appendix H – Closing and Merging Major IT Investments

Closing Major IT Investments
To close a major IT investment, the Project Manager (PM) must generate a written request from the Bureau CIO addressed to the Treasury CIO (with a copy to the Treasury Desk Officer) describing the business reason for closing the given investment and identifying the last fiscal year for which funds will be spent.  The request must be approved by the Bureau governance board and so noted (with date of approval and full name of the Bureau governance board).
Upon review and approval by the Treasury CIO, the PM must update the relevant Exhibit 53 (E-53) Data Call form depicting $0 in the appropriate fiscal years.  The E-53 Data Call form description should also be re-written to the effect, “[Investment X] is being closed because…”  

Closed investments must be reported to OMB as part of the Treasury E-53 until such time as the Prior Year (PY), Current Year (CY) and Budget Year (BY) dollars for the given investment are all zero.  This is accomplished by reclassifying the investment as a non-major after approval to close the investment has been granted.  The timing of reclassifying the investment depends upon when (during the budget cycle) the investment is being closed.  For further guidance, Bureau CPIC Coordinators should contact their Treasury CPIC Desk Officer.
Final closure occurs after all approvals have been obtained, the Treasury-53 reflects zero in the PY, CY and BY, and after the President’s Budget is submitted to Congress (which usually occurs in February).  Mechanically, the PM accomplishes final closure by changing the status from “open” to “closed” via the Treasury-wide IT Portfolio Management Tool’s Form Edit feature. 
Merging Major IT Investments
To merge two or more major IT investments, the PM must generate a written request from the Bureau CIO addressed to the Treasury CIO (with a copy to the Treasury Desk Officer) describing the business rationale for the request.  The request must be approved by the Bureau governance board and so noted (with date of approval and full name of the Bureau governance board).

Upon review and approval by the Treasury CIO, the PM must create a new major IT investment (via the Treasury-wide IT Portfolio Management Tool) with a new Unique Project Identifier (UPI).  The former (now merged) IT investments must be closed using the process described above.

When two or more major IT investments are merged into a single, new major IT investment, the Exhibit 53 Data Call form description must include the UPIs of the merged investments.  The E-53 Data Call descriptions of the now-merged investments should be re-written to the effect, “[Investment X] has been merged into [Investment Y, UPI Code xxx-xx-xx-xx-xx-xxxx-xx], effective xx-xx-xx (date).  The merged investments will continue to be submitted as part of the Exhibit 53 until the Prior Year, Current Year and Budget Year are all zero.  

Appendix I – Treasury Internal Watch List

Purpose

To ensure proper oversight of major information technology (IT) investments at the Department, the Treasury Chief Information Officer (CIO) and the Treasury Technical Investment Review Board (TIRB) review quarterly data on individual investments. The goal of the review is to determine the overall health of the investment and to ensure that projected benefits are being realized; cost, schedule, and performance goals are being met; risks are minimized and managed; and the investment continues to meet strategic needs.  These reviews promote the delivery of quality products and result in investments that are completed on time and within scope and budget.  

Some investments within the Treasury IT portfolio may be at risk in terms meeting the goals above.  These investments are deemed “Treasury High-Risk” and will undergo additional monitoring and review.  Please note this is a Treasury-specific designation and reporting requirement, separate from the Office of Management and Budget “High Risk” list.

Policy

All major investments are assessed as to their overall health and likelihood of successful implementation within cost, schedule, and performance goals by the Office of the CIO (OCIO) against the criteria listed below:

· Cost or schedule variances within + or – 10% for two consecutive quarters;

· Validation by the Bureau CIO of the Project Manager’s qualifications;

· Current certification and accreditation;

· State of the investment with regard to duplication of another investment within the Department or with any of the OMB E-Government initiatives or Lines of Business;

· Applicable Risk Management Plan;

· Quality of Risk Management Plan to include measures to effectively mitigate all risks designated as medium or high.  

Any investment not meeting any one of these criteria will undergo review by the Treasury CIO and, if determined to be at risk, will be placed on an Internal Treasury Watch List for additional monitoring.  Criteria may be added or removed to meet the oversight needs of the Department.
Process

Investments on the Treasury Internal Watch List will be subject to additional reporting requirements.  Project Managers for these investments will take appropriate action to remediate all non-compliant conditions.  Bureau CIOs will assure that:

· A plan of action and milestones for remediation of all non-compliant assessment criteria are developed and implemented;

· The Treasury CIO is briefed monthly on the status of the remediation efforts;

· A detailed, quarterly progress report is submitted to the Treasury CIO as part of the “Control” review on the actions taken and status of the remediation effort (to include updates to the plan and milestones as needed); 

· When all criteria have been satisfied, a request is submitted to Treasury CIO for removal of the Treasury Internal Watch List item.  

Once all requirements have been met and the Treasury CIO has concurred, the investment may be removed from the list.   A quarterly report on these Treasury Internal Watch List Investments will be shared with the Assistant Secretary for Management and Chief Financial Officer (ASM/CFO).

Evaluation 

Treasury’s OCIO will assess the adoption of and compliance with this policy through its independent validation program.
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� Selected investments are those that have successfully gone through the Select process.
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